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NOTICE OF SOLICITATION

Solicitation #: 90-13-131-RFP
REQUEST FOR PROPOSALS

Maricopa County Special Health Care District dba Maricopa Integrated Health System (MIHS) hereby solicits sealed proposals from qualified Proposers to provide a Supply Chain Management System solution and implementation services with the intent to replace its accounts payable, materials management and inventory control and purchasing systems. The Supply Chain Management System will touch a number of functional areas including the MIHS Materials Management, Warehouse, Purchasing, Finance and Accounts Payable areas, and all requisitioning departments within the organization. Through the implementation and use of these applications, MIHS’ business objectives are to reduce costs and improve process and workflow efficiencies through enhancement of system functionality for vendor management, payables processing, purchase card expense reporting, item master management, warehouse requisitioning, inventory control, receiving, purchasing management, accounts payable reporting, materials management/inventory control reporting, purchasing reporting and dashboards/analytics.
A Request for Proposal document may be obtained at:  
Maricopa Integrated Health System

Contracts Management

2611 East Pierce Street, 2nd Floor

Phoenix, Arizona 85008-6092
Or at the MIHS web site:  http://www.mihs.org/working-at-mihs/contracting-opportunities 

Written questions concerning this Request for Proposal package should be addressed to Thomas Kealy no later than Friday, February 1, 2013 2:00PM Phoenix, Arizona Time.  Questions may be submitted to Thomas Kealy via e-mail at thomas.kealy@mihs.org or may be faxed to 602-344-1813.  Inquiries may be submitted by telephone, but must be followed up in writing.  No oral communication is binding on MIHS.  Answers to the written questions submitted by Proposers concerning the RFP will be provided in the form of an Addendum via the MIHS website.  It is the responsibility of all potential Proposers to check the MIHS web site for any Addendums to the RFP and to ensure signed Addenda are included in their response to the Solicitation.
Completed and sealed proposals, including one (1) original copy and one (1) soft copy of a scanned copy of the completed and signed original Proposal in Adobe PDF format on CD or flash drive, must be physically in the possession of Contracts Management at the address above no later than Friday, February 15, 2013 2:00PM Phoenix, Arizona Time. It is strongly suggested that the selected delivery method will ensure receipt by Contracts Management before the deadline.  Proposers assume all risk associated with deliveries of proposals.  At 2:15PM Phoenix, Arizona Time, the names of firms or individuals submitting proposals will be announced.  No other public disclosure will be made until after award of a contract.

This announcement does not commit MIHS to award a contract or to pay any costs incurred in the preparation of proposals.  MIHS reserves the right to accept or reject, in whole or in part, all proposals submitted and/or to cancel this announcement.  MIHS reserves the right to award more than one contract based upon the Proposal(s) most advantageous to the Maricopa Integrated Health System, price and other factors considered. The contract is scheduled for award for the initial term of one (1) year with the option to extend for additional one (1) year renewal terms up to a maximum contract term of five (5) years. The MIHS Procurement Code (“The Code”) governs this procurement and is incorporated by this reference.  Full text of the MIHS Procurement Code may be found at the following link: http://www.mihs.org/uploads/Openbid/DistrictProcurementCodeEff06252008.pdf.  MIHS reserves the right to award this contract in whole or in part to one or more contractors.
MIHS will endeavor to ensure in every way possible that minority and women-owned business enterprises shall have every opportunity to participate in providing professional services, purchased goods, and contractual services without being discriminated against on the grounds of race, religion, sex, age or national origin.

1.0
EXECUTIVE SUMMARY 
1.1
General MIHS Information 

Maricopa Integrated Health System (MIHS), a special healthcare district of the State of Arizona, includes Maricopa Medical Center (MMC), the Arizona Burn Center, the Comprehensive Healthcare Center, the Arizona Children’s Center, the 7th Avenue Walk-In Clinic, 11 community-oriented family health centers, and an attendant care program. MIHS also is a premier training center for Arizona’s physicians. Our medicine, surgery, pediatrics, and OB/GYN programs, in particular, contribute to the body of knowledge of patient care. 

MIHS is located in central Arizona, and serves as the health care safety net for citizens of Maricopa County. The health system serves people of many races and nationalities who come from diverse cultures and speak several different languages. Many of the patients face major challenges, such as lack of health insurance, complex medical problems, and difficult socioeconomic situations. Caring for these patients demands special knowledge and sensitivity. MIHS is committed to giving culturally appropriate, sensitive medical care and helping its patients live healthier lives. Annually, MIHS has nearly 19,000 inpatient admissions and over 350,000 outpatient and ambulatory visits.

Maricopa Medical Center (MMC) is a 333-bed licensed, full-service hospital, which includes a level one adult and pediatric trauma center. Over 60,000 adults and children were treated in the Adult and Pediatric Emergency Departments in 2012. The Arizona Burn Center, Arizona's only regional burn center and the second largest in the nation, provides world-class care for critically injured burn patients from across Arizona and the Southwest. MIHS’ Arizona Children’s Center features a 31-bed Neonatal Intensive Care Unit that provides critical inpatient services for babies transported across the Southwest. Specialty care is offered at our Comprehensive Healthcare Center, a multi-specialty care clinic located at the MMC campus. 

MIHS has 11 Family Health Centers throughout the Valley. The professional medical staff at all 11 centers are trained and certified in primary care and focuses on the treatment of both adults and children. Many of MIHS’ Family Health Centers provide all health care needs in one location, including primary care, dental care, and pharmacy services.  

Desert Vista Behavioral Health Center is a 115-bed licensed hospital that provides behavioral health care and psychiatric services. Additional behavioral health services are provided on the MMC campus in a 74 bed licensed facility.  
1.2
Purpose of this RFP

Maricopa Integrated Health System seeks to procure a Supply Chain Management System solution in support of the following functional areas:

· Materials Management

· Warehouse

· Purchasing

· Accounts Payable

· Other requisitioning departments within MIHS
MIHS is soliciting proposals from software vendors, system implementers, and Software as a Service (SaaS) providers to identify a solution that will best address MIHS’ needs outlined here and in Attachment D: Technical and Functional Requirements. MIHS encourages collaboration among Proposers if this will offer the best fit solution for MIHS. MIHS will consider proposals consisting of a single commercial off-the-shelf system or systems, SaaS solutions, or some combination thereof.

In the event MIHS traditionally licenses one or more systems through this effort, it will enter into a license and maintenance, and implementation services agreements with the qualified Contractor(s) for the following software and associated services:

· Software Licenses:

· Application Software

· System Software

· Implementation Services:

· Project Management

· Installation

· Application Configuration

· Data Migration

· Interface Development

· Testing

· Training

· Go-Live Support and Stabilization Services

· Support and Maintenance Services

If MIHS selects one or more Software as a Service (SaaS) solutions as a result of this effort, it will enter into an agreement with the qualified Contractor(s) for the following:

· Software License/Hosting Services

· Implementation Services:

· Project Management

· Application Configuration

· Data Migration

· Interface Development

· Testing

· Training

· Go-Live Support and Stabilization Services

· Support and Maintenance Services

1.3
Objective of this RFP 
The Supply Chain Management System at MIHS will support additional functionality that will enable MIHS to achieve its Business Objectives for this project. Specific functionality objectives include:   

· Vendor Management
· Payables Processing
· Purchase Card Expense Reporting
· Item Master Management
· Warehouse Requisitioning
· Inventory Control
· Receiving
· Purchasing Management
· Accounts Payable Reporting
· Materials Management/Inventory Control Reporting
· Purchasing Reporting
· Dashboards/Analytics
1.4
Environment Summary
MIHS patient rooms may have from one to four patient beds per room. 
There are 14 Operating Rooms including 3 in Labor & Delivery

There are 41 Adult Emergency Department beds/stretchers, 5 of which are in Trauma

There are 16 Pediatric Emergency Department beds

There are 50 Critical Care Department beds 


Current MIHS Technical Environment Summary
Desktop Environment:
(
Equipment: Dell 
(
Operating System Software: Windows XP and Windows 7
(
Office Automation Software:  MS Office 2010 
(
Network Authentication:  Active Directory
Distributed Server Environment:
Equipment: Compaq/HP Intel-based Hardware

Local Storage  < 146 GB usable

Blade Server

Local Storage >146 GB usable

Rack mount server

SAN Storage

Blade Server w/ Emulex HBA

Operating System Software: Windows 2008 Server

Database Management System: MS SQL Server 2005/2008.

Network Storage

Tier 1 

Production - HP XP 24000  

Disaster Recovery – HP XP 24000

Tier 2

Production HP XP 24000

Tier 3

HP EVA

Data Center Midrange Environment:
Hardware:
Equipment: Two HP RX6600 series servers.  

Data Storage: HP EVA4100 and SAN storage on HP XP-24000   - 8TB. Switched 10/100/1000MB TCP/IP connectivity.

· Operating System Software: HPUX 11.V2.

Software:
(
Database Management System: Oracle/MSE
Applications:
Financial system:  McKesson STAR including General Ledger, Human Resources/Payroll, Materials Management/Accounts payable and legacy Patient Accounting

Patient Accounting: Epic Hospital Billing and Epic Professional Billing

Inpatient Clinical system:  Epic Systems EpiCare Inpatient  

Cerner Classic Clinical Laboratory

Epic ancillary systems (beaker, willow, radiant, etc.)

Practice Management/EMR: Epic Systems EpiCare/Cadence/Prelude/Hospital Billing
Surgical:  Epic Systems Optime

Emergency Department: Epic Systems ASAP
EpiCare Inpatient: Medication Reconciliation only
Decision Support:  McKesson TrendSTAR
GE PACS
Interface Engine: Cloverleaf (QDX) 5.7
MedPlus Chartmaxx: digital imaging

ACS Midas Plus/STATIT: Care Management, Infection Control, and Quality
Cerner Etreby Retail Pharmacy
Dentrix: Dental clinical and billing software
Teletracking (will be transitioning to Epic): EVS, Transportation, and Bed Tracking
Inpatient nurse call; Hill-Rom, CommLinx
GE MUSE
Labor & Delivery: GE QS, Quantitative Sentinal
Antepartum: AS: UltraSound image storage and retrieval
Telecommunications:
Wired Network infrastructure: 

· Wide Area Network infrastructure:  All remote locations are connected via Qwest Metropolitan Optical Ethernet with a minimum of 30 mbps.    
· Local Area Network infrastructure is 100% switched 10/100 mbps Ethernet with redundant Gigabit intra-switched links.
Wireless Network infrastructure: MIHS has deployed Aruba Networks’ A/B/G/N wireless system.

Maricopa Medical Center, Comprehensive Healthcare Center, Family Health Centers, Walk In Clinic

Redundant 6000 controllers in Master/Host configuration running Intrusion Prevention and Firewall feature sets.

200+ access points deployed (100 to be added 1st qtr 2010).

300+ concurrent enterprise wide client connections

1.5
Computing Standards
This section describes MIHS’ current computing standards. Proposed software solutions should be built upon and use modern technologies to the maximum extent feasible.

Desktop and Laptop Standards

	Desktop Component
	Standard

	Desktop Equipment
	Dell

	Operating System Software
	Windows XP, Windows 7

	Business Software Suite
	MS Office 2010 with backward compatibility 

	Browser
	Internet Explorer 8.0

	Network Authentication
	Active Directory


Server and Operating System and Database Standards

	Server Component
	Standard

	Server Hardware
	HP Intel-based hardware

	Application Server Software 
	Microsoft Windows Server 2008

HP-UX

	Database Server Software
	Microsoft SQL Server 2005/2008

	Web Servers
	Microsoft IIS

	Virtualization Software
	VMWare vSphere/ESX/ESXi

	Enterprise Storage Platform
	HP StorageWorks XP and EVA Disk Arrays



	Backup Platform
	HP Data Protector


1.6
Information Security 
Like all healthcare providers, Maricopa Integrated Health System is considered a “Covered Entity” under HIPAA. MIHS assumes full responsibility for meeting HIPAA regulatory compliance. Any computing system implemented at MIHS will need to demonstrate the same regulatory compliance. 

The selected proposer(s) will be asked to comply with MIHS information security requirements as detailed in in the contract document referenced in Attachment G: Exceptions to RFP Requirements and/or Contract Provisions. Proposers must clearly identify any exceptions to these requirements in their proposals according to the instructions provided in Attachment G. Additionally, MIHS will require Proposers to fully document this compliance if they are selected as a finalist vendor.
1.7
Number of Users
Proposers should utilize the following estimated user counts for pricing purposes. These are provided for reference purposes only and are not intended to be limiting. 

Estimated System Users by Function 

	Module
	Estimated Named
User Counts
	Estimated Concurrent
User Counts

	Supply Chain Management System
	
	

	Accounts Payable
	10
	6

	Materials Management/Inventory Control
	30
	200 for requisitioning (includes view only)

	Purchasing
	785
	100


The new system must support a peak number of 306 users logged on concurrently.

Proposers should propose the licensing model that provides maximum value and flexibility in the price proposal, based on the above user counts.

1.8
Operational Statistics
Proposers should utilize the following operational statistics for estimating system sizing and pricing purposes. These are provided for reference purposes only and are not intended to be limiting. 

Current Operational Statistics

	Transaction Type
	Count
	Frequency

(if applicable)

	Supply Chain Management
	
	

	Accounts Payable
	
	

	Number of active vendors (approximate)
	3,991
	N/A

	AP invoices
	48,178
	Annually

	Accounts Payable checks and ACH
	25,377
	Annually

	1099s
	2,977
	Annually

	Employee reimbursement payments
	3,369
	Annually

	Materials Management/Inventory Control
	
	

	Inventory stock items
	1,478
	N/A

	Number of stock requisitions
	13,000
	Annually

	Purchasing
	
	

	Purchase orders
	1,544
	Monthly

	Requisitions
	890
	Monthly

	Number of active P-cards
	15
	N/A

	P-card transactions
	9,446
	Annually


1.9
Interfaces
Proposers should evaluate the following list of minimally required interfaces. It may not represent a comprehensive list of required interfaces. If Proposer’s cost proposal does not include all of the following interfaces, it must identify which are not included and provide a detailed explanation of how that functionality will be accomplished. 

Required Interfaces

	Vendor /
Application Name
	Direction 

(relative to SCM)
	Interface Description 

	Active Directory
	Inbound
	· Managing employee access and provisioning

	
	Outbound
	· None

	MedAssets / Connect
	Inbound
	· Electronic invoices

· EDI

· PO confirmation

· Catalog

	
	Outbound
	· EDI PO 

	CareFusion/
Pyxis
	Inbound
	· Pharmacy data

	
	Outbound
	· None

	Epic Systems/
EpiCare
	Inbound
	· ADT 

· Inventory usage

· Orders for supplies

· General Ledger entries 

· Patient level detail and charges for charge capture and cost accounting

	
	Outbound
	· Inventory balances for Optime (surgery system)

	McKesson / STAR
	Inbound
	· None

	
	Outbound
	· General Ledger data, employee demographics for miscellaneous employee payments


1.10
Data Migration
For purposes of determining level of effort for data conversion, Proposers should assume that MIHS wishes to migrate the data indicated in the following table at a minimum.

Data Migration

	Source System
	Data Category
	Data Elements 

	Supply Chain Management
	

	McKesson / FinSTAR


	Accounts Payable
	· Open vouchers

· Current vendor file including 1099 payers

· Invoice history for three prior years

	
	Materials Management/

Inventory Control
	· Master item file with warehouse stock status

· Inventory balances 

· Usage for three prior years by item and cost center

· Fifo balances

	
	Purchasing
	· Open purchase orders 

· Historical purchase orders for three prior years (line level)

· Vendor Data with pricing


2.0
SCHEDULE OF EVENTS

The time frame for the procurement under this RFP is as follows:

Notice of Solicitation Issued
January 17, 2013

Deadline for Written Questions
February 1, 2013 2:00PM MST

Proposal Submission Deadline
February 15, 2013 2:00PM MST

MIHS Proposal Review and Shortlist Decision
February 19, 2013 – March 7, 2013

System Demonstrations
March 25, 26 & 27, 2013

Recommendation of Contract Award
March 28, 2013

Contract Negotiations
March 29, 2013 – April 23, 2013

Board of Director’s Contract Award
April 24, 2013

Contract Start Date
May 1, 2013

MIHS reserves the right to deviate from this schedule.  
3.0
WORK STATEMENT

3.1  SERVICE GOAL
Maricopa Integrated Health System (MIHS) seeks to procure a Supply Chain Management system solution to provide enhanced functionality for accounts payable, materials management and inventory control and purchasing systems for its Materials Management, Warehouse, Purchasing, Finance and Accounts Payable areas. 

The proposed solution must interface with MIHS’ existing systems as described in Section 1.9 (Interfaces) and support MIHS’ complex business intelligence/decision support goals, which require enhanced data integration and user access. 

The following four sections describe the key elements that must be included in each proposal: software, implementation services, and annual support and maintenance.

3.2  SOFTWARE
MIHS anticipates procuring the following as an on-premise software Licensed Software or as a Software as a Service.  Proposers are invited to propose a single “best-of-breed” application to meet all of MIHS’ requirements.

Categories to Be Proposed as a “Best of Breed” Solution:

· Accounts Payable
· Vendor Management
· Payables Processing

· Payment Card Expense Reports

· Materials Management Inventory Control

· Item Master

· Warehouse Requisitioning

· Inventory Control

· Receiving

· Purchasing

· Reporting

· Accounts Payable Reporting

· Materials Management/Inventory Control Reporting

· Purchasing Reporting

· Dashboards/Analytics
MIHS is interested in a solution that is configurable to accommodate complex business rules for each of the 5 categories above and requires minimal customization to meet the functional requirements presented in Attachment D: Technical and Functional Requirements. Proposers should use these detailed requirements to determine the functional scope of this effort. 

For each software/services category proposed, Proposers MUST provide all of the core required modules to be considered responsive.

3.3
IMPLEMENTATION SERVICES AND CONTRACTOR DELIVERABLES
MIHS expects the selected Proposer to take the lead in the implementation of the software. Specifically, MIHS expects Proposer’s staff to supply agreed upon labor to install and configure the software as well as to provide project leadership, best practices, and tools to guide and effectively collaborate with MIHS staff to complete data migration, interfaces, testing, training, and to manage business process change. 

The role of MIHS business staff is to provide subject matter expertise to the Proposer through the implementation process, relying on the Proposer’s extensive experience in implementing this system in similar settings. The proposed implementation plan should reflect these assumptions.

The following list of objectives details MIHS’ desired services and associated deliverables. Proposers may offer additional services and deliverables. 

Objective 1:  Provide project management and coordination.

	Deliverable 1.1
	Baseline Detailed Project Work Plan

	Purpose
	To establish a mutually agreed-upon project baseline before significant work occurs and to identify the specific tasks and resource levels necessary to timely deliver the elements in the Work Statement.

	Content
	A hierarchical work breakdown structure, including task dependencies, schedules, deliverables, and the Contractor and MIHS resource assignments broken down to a sufficient level of detail to allow effective project control. The project work plan shall also include a detailed analysis of key project performance indicators.


	Deliverable 1.2
	Project Status Reports

	Purpose
	To provide clear ongoing communications to stakeholders concerning the status of the project.

	Content
	A semi-monthly report containing sufficiently detailed information to enable MIHS to determine the status of the project and any variance from the detailed project plan, schedule, or budget.  The status report will include, at a minimum:

1. Technical status of the project including Deliverable status, configuration status, and forecasted Deliverable status for the next reporting period

2. Resource status for the project including staff utilization 

3. Schedule status for the project including task status, milestones completed, phases completed, schedule trends, and schedule summary

4. Comparison of actual percent complete versus scheduled for the work breakdown structure

5. Issues, risks, and resource constraints which are effecting or could affect progress including the proposed or actual resolution

6. Proposed changes to the project work plan, reasons for the changes, and approval/disapproval determination for any proposed changes

7. Updated detailed project work plan with approved changes highlighted 


	Deliverable 1.3
	Key Performance Metrics


	Purpose
	To provide MIHS with the key metrics Contractor and MIHS will use to measure overall implementation success.

	Content
	A document that details specific performance measures and measurement strategies for evaluating the success of the project prior to and post-implementation.


Objective 2:  Perform initial installation.

	Deliverable 2.1
	Hardware Specifications (Objective 2 is not applicable to a SaaS Solution)

	Purpose
	To provide MIHS with all necessary hardware specifications to enable preparation of the MIHS data center for installation of the Licensed Software at least 90 days prior to the scheduled installation. Hardware specifications must meet all of the technical requirements outlined in this RFP and in Attachment D: Technical and Functional Requirements.

	Content
	Detailed specifications of the Hardware and associated environmental requirements for the proposed system.


	Deliverable 2.2
	Installation Certification Document

	Purpose
	To certify the successful installation of the Licensed Software in the MIHS data center, and that the test, development, and production environments are functioning as necessary to support the implementation effort.

	Content
	A signed document warranting and certifying that the Licensed Software has been installed in the MIHS’ test, development, and production environments, that the Licensed Software works as intended, that the installation has not degraded use of other MIHS computer systems, that user authentication information is correctly shared with the MIHS’ network user authentication application, and that the Licensed Software can be accessed via the network and can communicate with other MIHS network resources necessary for the full functioning of the Licensed Software.  The document will also summarize the components installed and describe the means used to verify the installation.


Objective 3:  Conduct gap analysis and configure software.

	Deliverable 3.1
	System Configuration Reports

	Purpose
	To identify gaps where the software cannot be configured to meet desired business processes and suggest resolutions for those gaps, as well as to clearly communicate the system configuration.

	Content
	A document that effectively describes the entire system configuration, including decisions made and the logic behind those decisions.  The document will identify specific business activities that cannot be automated with the Licensed Software, describe alternative solutions, identify related cost, schedule, and design impacts, and recommend a solution. 

This Deliverable will confirm the shared understanding between MIHS and the Contractor of the requirements and the method by which they will be satisfied during the implementation of the Licensed Software.  It must identify existing requirements that need to be revised or clarified for unambiguous interpretation and address additional requirements identified during work sessions with MIHS stakeholders.


	Deliverable 3.2
	Configured Software Ready for Test

	Purpose
	To deliver a functioning set of the Licensed Software to MIHS configured for test in accord with the System Configuration Reports.  To certify that all test and production Computer System environments are functioning as necessary to support the implementation effort.

	Content
	The configured Licensed Software, installed on MIHS’ Computer System, including all workflows necessary to support MIHS business operations.  Certification that the Licensed Software works as intended and is ready for user testing.


	Deliverable 3.3
	Application Architecture Documentation

	Purpose
	To concisely document the Licensed Software’s architecture and interfaces in a manner understandable to all project participants.

	Content
	A document that details:

1. The major modules of the software and the interfaces between them

2. For each software module, the major data inputs, functions to be performed, and major data outputs

3. All external interfaces, including a description of the information sent and received, and the method and timing of the interface

4. Data structure definitions

5. The server architecture upon which to run the system, including database, application, internet, and other servers and associated data storage devices

6. A security plan for user access rights and a template to guide MIHS’ development of a comprehensive security plan


Objective 4:  Migrate historical data.

	Deliverable 4.1
	Data Conversion Plan

	Purpose
	To define the approach and schedule for converting historical data to the new Licensed Software and for populating data fields that must be completed prior to Productive Use.

	Content
	A document that:

1. Identifies the data to be converted, including a map that cites specific data sources and destinations for each field 

2. Defines necessary conversion algorithms

3. Defines roles and responsibilities associated with data conversion and field population

4. Identifies all data elements in the Licensed Software that must be populated prior to Productive Use, including those with no source data in MIHS’ legacy systems 

5. Provides a plan for ensuring that the Licensed Software is appropriately populated with all necessary data prior to Productive Use

6. Provides a plan for testing the converted and populated data in the Licensed Software for accuracy and consistency


	Deliverable 4.2
	Migrated Data


	Purpose
	To convert historical data and migrate it to the new Licensed Software in accord with the Data Conversion Plan.

	Content
	Data loaded on the production system and certified as ready for use.


Objective 5:  Develop Interfaces.

	Deliverable 5.1
	Interface Specifications

	Purpose
	To document the specifications for system interfaces defined in the RFP and by mutual agreement between MIHS and the Contractor.

	Content
	A document that defines the specifications for necessary interfaces at a sufficient level of detail to support development of interfaces.


	Deliverable 5.2
	Tested Interfaces


	Purpose
	To deliver the real-time or near-real-time functionality that effectively connects the Licensed Software to the required interface programs.

	Content
	Software code and/or configuration parameters to make the interfaces specified in the Interface Specifications operational.  Certification that the interfaces are working in accord with the associated specifications.


Objective 6:  Perform testing.

	Deliverable 6.1
	Test Plan and Scripts

	Purpose
	To define the approach for testing of the Licensed Software.

	Content
	A document that:

1. Defines the overall testing process, including unit, system, acceptance, field, and performance testing

2. Includes all necessary test scripts – these will be developed by the Contractor and must adhere to MIHS quality standards

3. Defines a mechanism for tracking test performance and completion

4. Defines procedures for managing the test environment, including change control

5. Defines procedures for assigning severity to problems encountered


	Deliverable 6.2
	Volume/Stress Testing Report


	Purpose
	To conduct volume/stress testing and document the results of performance testing.

	Content
	Completed volume/stress testing and a document that:

1. Describes the overall volume/stress testing process

2. Documents the volume/stress testing results and provides recommendations for improving system performance

3. Documents improvements made to tune the system for optimal performance


Objective 7:  Conduct training.

	Deliverable 7.1
	Training Plan

	Purpose
	To define the approach and schedule for end-user and systems operation training.

	Content
	A document that:

1. Outlines the necessary classes and curriculum for each class

2. Provides a content outline to guide development of classroom materials

3. Identifies MIHS attendees and instructors

4. Provides a training schedule

5. Provides a mechanism for tracking completion of training


	Deliverable 7.2
	Training Materials 


	Purpose
	To provide MIHS with materials for each training session.

	Content
	Content and materials for each class, tailored to MIHS’ configuration.


	Deliverable 7.3
	Training 


	Purpose
	To train MIHS “trainers” and system administrators in the use and administration of the Licensed Software.

	Content
	The delivery of user and systems operation training in accord with the Training Plan.


Objective 8:  Provide go-live support and stabilization services.

	Deliverable 8.1
	Go-Live and Stabilization Plan

	Purpose
	To define the steps necessary for a successful Go-Live and subsequent stabilization of the Licensed Software.

	Content
	A detailed task plan, including a readiness checklist and resource assignments, to support moving the Licensed Software into Productive Use.  It will include a data load and conversion plan and a contingency plan in the event that the Go-Live fails.  The Plan should anticipate a minimum of two dry runs and include a back-out strategy and clearly defined go/no-go decision points.  It will also include a stabilization plan that details the Contractor’s commitments to stabilization and the transition to full support by MIHS staff.


	Deliverable 8.2
	Technical Operations Manual


	Purpose
	To guide MIHS IT staff in the technical operation and maintenance of Licensed Software after implementation, including site-specific customizations and operational considerations.

	Content
	An online Technical Operations Manual that describes the procedures necessary to operate and maintain the Licensed Software after implementation, customized to MIHS’ configuration.


	Deliverable 8.3
	Business User Manual


	Purpose
	To guide MIHS business staff with the use and ongoing configuration of the Licensed Software.

	Content
	Online documentation that supports MIHS-specific business use of the software and provides guidance to end users in correct execution of user-performed application maintenance and configuration activities.  Includes site-specific customizations and usage considerations.


	Deliverable 8.4
	Configured Licensed Software in Productive Use


	Purpose
	To provide MIHS with functioning Licensed Software configured to meet MIHS’ business needs, loaded with MIHS’ data per the Conversion Plan, and interfaced with other MIHS systems per the Interface Plan.

	Content
	Implemented Licensed Software in Productive Use.


	Deliverable 8.5
	Stabilization Services


	Purpose
	To provide MIHS with support services for a defined period of time subsequent to Go-Live, including the identification and resolution of Malfunctions and operational issues.

	Content
	Stabilization services, commencing at Go-Live and terminating at Services Final Acceptance.


3.4
Software Support and Maintenance
MIHS seeks to contract for annual support and maintenance services according to the contract document referenced in Attachment G, and the following: 

1.
Routine support Monday-Friday 7am to 6pm MST, with access to emergency support 24/7 for Type A Malfunctions:

· Type A Malfunction – This is a defect of the licensed software that delays or inhibits the primary functionality of the licensed software or a malfunction that has the potential to corrupt licensed software data. Proposer will respond to all reported Type A malfunctions within 30 minutes of receiving notification of the Type A malfunction. Correction of this type of malfunction will begin immediately. Proposer will assign its technical staff for continuous work until the reported malfunction has been resolved. Such a problem must be resolved within eight hours after receipt of a Type A malfunction notice from MIHS. 

· Type B Malfunction – This is a defect of the licensed software that degrades its use, including defects that cause the software to produce incorrect results. Proposer will respond to all reported Type B malfunctions within two hours of receiving notification of the Type B malfunction. This type of malfunction will be corrected within one business day.

· Type C Malfunction – This is a defect that causes only minor impact on the use of the licensed software. This includes all malfunctions that are not considered Type A or Type B. Proposer will respond to all reported Type C malfunctions within four hours of receiving notification of the Type C malfunction. This type of malfunction will be corrected within a mutually agreed-upon schedule.

2.
Monday-Friday before 7am and after 6pm MST and on weekends and MIHS holidays:

· Type A Malfunction – Proposer will respond to all reported Type A malfunctions within 30 minutes after the start of the next regular MIHS business day. This type of malfunction will be corrected within eight hours after that start.

· Type B Malfunction – Proposer will respond to all reported Type B malfunctions within two hours after the start of the next regular MIHS business day. This type of malfunction will be corrected within one business day after that start.

· Type C Malfunction – Proposer will respond to all reported Type C Malfunctions within four hours after the start of the next regular MIHS business day. This type of malfunction will be corrected within a mutually agreed-upon schedule.

The contract document referenced in Attachment G of the RFP provides further detail of MIHS support and maintenance requirements and desired service levels. 
3.5
Implementation Schedule
MIHS expects the selected Proposer to provide MIHS with a detailed project work plan and schedule prior to contract signing. MIHS is relying on the Proposer to propose an implementation schedule and phasing that best meets MIHS’ needs.
4.0
EVALUATION CRITERIA AND PROCESS

4.1
Overall Proposer Evaluation and Criteria
MIHS’ Design and Selection Committee will select a “best fit” Supply Chain Management solution based on a two-phase scoring process. The following table presents the scoring criteria to be used within each phase. Scores for Proposers that advance from each phase will be reset to zero at the beginning of each following phase. Note that cost is an evaluation criterion for both Phases 1 and 2. 

Evaluation Criteria and Phases

	Phase
	Weight
	Criteria

	1: Proposal Evaluation
	250
	Ability to Meet Functional and Technical Requirements

	
	200
	Cost

	
	125
	Support and Maintenance

	
	125
	Technical Architecture

	
	75
	Implementation Team Experience and Qualifications

	
	75
	Proposer Experience and Qualifications 

	
	50
	Implementation and Training Approach

	
	50
	Project Management Methodology

	
	25
	Thoroughness and Quality of Response

	
	25
	Compliance with Contract Provisions 

	
	1,000
	Total Phase 1 Points

	2: Shortlisted Proposer Response Evaluation
	500
	Strategic Fit

	
	250
	System Demonstration

	
	250
	Cost

	
	1,000
	Total Phase 2 Points


This scoring is a tool in the overall evaluation process and does not necessarily mean that the highest scoring solution will be selected.  Similarly, while cost is an important factor, MIHS reserves the right to accept a proposal other than the lowest priced proposal. MIHS reserves the right to make any award, group of awards, or no award as it determines in its sole discretion is in the best interests of MIHS due to pricing, reliability, service integration, past performance, or other factors.  
4.2

Phase 1: Proposal Evaluation
The Evaluation Committee will be comprised of various representatives from MIHS departments and will evaluate responsive and responsible proposals. The Evaluation Committee may request clarifications and/or additional information from any Proposer through written correspondence. The Evaluation Committee will prepare an objective ranking of the proposals. MIHS may, at its sole discretion, reject any or all proposals submitted in response to this Request for Proposal.

During this first phase, MIHS’ Evaluation Committee will evaluate all proposals based on the Phase 1 criteria identified earlier and described below.
· Proposer’s Experience and Qualifications (Attachment B, Forms 1 and 2) (Maximum 75 Points)


MIHS seeks a relationship with a Proposer that is viable, stable, and committed to the healthcare information systems marketplace. MIHS’ Evaluation Committee will evaluate Proposers’ revenue and operating history, level of resources allocated to application support and development, client base, overall experience with public health care organizations, recent experience installing the proposed software for acute care hospitals, changes in software vendor ownership, relevance of references, terminations for default, and relationship with subcontractor(s), if applicable.
· Implementation Team Experience and Qualifications (Attachment B, Form 3) (75 points)


MIHS seeks an implementation team that is highly qualified as well as experienced with similar implementation efforts and working with each other. MIHS’ Evaluation Committee will evaluate the proposed implementation team’s overall experience, experience with the proposed software product, relevant skills and certifications, proposed onsite hours, and overall allocation of hours among key staff members. 

· Project Management Methodology (Attachment B, Form 4 (50 points)


MIHS seeks a project management methodology that is structured and designed to ensure project success, on time and within budget. MIHS’ Evaluation Committee will evaluate the Proposer’s project schedule, task plan, key milestones and deliverables, and risk management approach.
· Implementation and Training Approach (Attachment B, Forms 5 and 6) (50 points)


MIHS seeks an implementation and training approach that is logical, proven, and demonstrates effective use of both Proposer’s and MIHS’ labor effort. It should include a clear and comprehensive approach to data migration and interface development, technical training, as well as a reasonable implementation schedule and sensible allocation of resources to accomplish the work. MIHS’ Evaluation Committee will evaluate the Proposer’s approach to developing the required Deliverables defined in Section 3.3 of this RFP as well as training MIHS’ technical staff and business users.

· Technical Architecture (Attachment B, Forms 7 and 8) (125 points)


MIHS seeks a scalable technical platform that requires a minimum of onsite support resources and that adheres to industry standards for interfaces and report writing. MIHS’ Evaluation Committee will evaluate the Proposer’s recommended system architecture, currency of technology, and alignment with MIHS technical standards.

· Support and Maintenance (Attachment B, Form 9) (125 points)

MIHS seeks annual support and maintenance to meet its requirements outlined in Section 3.4 of this RFP. MIHS’ Evaluation Committee will evaluate the Proposer’s hours of support operations, service levels, problem escalation process, authority for assigning problem severity and solution acceptance, and historical response times and goals, as well as anticipated requirements for ongoing internal support and maintenance labor.

· Response to Technical and Functional Requirements (Attachment D) (Maximum 250 Points)


MIHS seeks a highly functional, flexible solution capable of meeting MIHS’ existing requirements as well as adapting to a changing health care environment. MIHS’ Evaluation Committee will evaluate the proposed software’s ability to meet MIHS’ defined functional and technical requirements as detailed in Attachment D of the RFP.

· Cost (Attachment E) (Maximum 200 Points)


Cost proposals will be evaluated based on the five-year total cost submitted in Attachment E.  Although price will be a factor in proposal evaluation, MIHS reserves the right to accept other than the lowest priced proposal.


MIHS will be using a straight-line pricing model to calculate a Proposer’s cost score. This method compares the total normalized five-year cost to the lowest bid price amongst Proposers using an “apples-to-apples” comparison to arrive at a cost point value.
· Compliance Contract Provisions (Attachment G) (Maximum 25 points)


MIHS seeks to establish a long-term relationship with the selected Proposer based on the contract terms and conditions outlined in Attachment G of the RFP. MIHS’ Evaluation Committee will evaluate the Proposer’s exceptions to these terms and conditions.

· Thoroughness and Quality of Response (Maximum 25 Points)


This will include a thorough and detailed review of the Proposer’s adherence to required format, clarity of expression, and comprehensive responses to questions, that show a thorough, high quality proposal, which reflect the level of professionalism that MIHS may expect in future interactions with the Proposer.


MIHS may shortlist Proposers with the highest evaluation scores based on the above criteria. Only these shortlisted Proposers will be invited to continue to Phase 2. The scores from Phase 1 WILL NOT be carried forward to Phase 2 evaluation.

4.3

Phase 2: Shortlisted Proposer Evaluation
During this second and final phase, the Evaluation Committee will evaluate finalist Proposers through inviting the finalist Proposers to attend team oral presentations/interviews and evaluating the finalist Proposers based on the Phase 2 criteria described below. MIHS reserves the right to request additional information from Proposers prior to final selection, and to consider information about the Proposer other than that submitted in the proposal.

· System Demonstration (Maximum 250 Points)


Proposers will demonstrate the requested functionality of their systems during a virtual presentation or an onsite demonstration in Phoenix with MIHS at the Proposer’s option. MIHS will consider adherence to the RFP functional and technical requirements, MIHS’ business objectives, functionality, ease of use, flexibility to meet MIHS’ needs with minimum software customization or tailoring, and capability to adapt to changing needs in the future

· Strategic Fit  (Maximum 500 Points)


MIHS will evaluate proposed solutions based on overall best fit with MIHS business goals and objectives. The Evaluation Committee will consider solution simplicity, overall alignment with the requirements set forth in the RFP, as well as compliance with contract terms and conditions and any and all additional findings from MIHS’ due diligence process. MIHS’ due diligence may include client references, site visits, and independent evaluations and rankings for the Proposer from industry references including, but not limited to Gartner Group, KLAS, and MD Buyline.

· Cost (Maximum 250 Points)


Five-year cost will be reconsidered in Phase 2 and weighted at 25%.  MIHS will again use a straight-line pricing model to calculate a Proposer’s cost score. In this Phase, MIHS will compare the total normalized five-year cost to the lowest bid price amongst Finalist Proposers using an “apples-to-apples” comparison to arrive at a cost point value. 
4.4
Competitive Negotiation
MIHS retains the right to negotiate the final contract terms and conditions, to be presented to the Maricopa County Special Health Care District Board of Directors for approval, with one or more of the apparent most responsive proposers as solely determined by MIHS.

MIHS reserves the right to request clarification, to conduct discussions with proposers, to request revisions of proposals, and to negotiate price changes or waive minor informalities. During the discussion period, no information will be disclosed regarding either the contents of proposals or discussions. When the Board of Directors makes an award, the solicitation file and the proposals are a matter of public record.

4.5
Best and Final Offer
MIHS may issue a written request for Best and Final Offers (BAFO). The request shall set forth the date, time and place for the submission of the BAFO. BAFOs shall be requested only once, unless the Director makes a written determination that it is advantageous to MIHS to conduct further discussions or change MIHS’ requirements. The request for a BAFO shall inform Proposers that if they do not submit a notice of withdrawal or a BAFO, their immediate previous offer will be construed as their Best and Final Offer.

4.6
Award of Contract
Subject to the Board of Directors approval, award will be made to the proposer whose proposal has been deemed most advantageous to MIHS in accordance with the evaluation criteria contained in this RFP.

5.0
INSTRUCTIONS TO PROPOSERS

5.1
General Directions

This Request for Proposal (RFP) package contains all the information and forms necessary to complete and submit a proposal.  Proposers are encouraged to review the RFP package in detail prior to commencing work.

Any person, firm, corporation or association submitting a proposal shall be deemed to have read and understood all the terms, conditions and requirements in the specifications. Conditional proposals will not be considered.  All proposals must be signed by an authorized signatory; unsigned proposals may be rejected.

All responses and accompanying documentation will become the property of MIHS at the time proposals are opened.  Proposals deemed to be non-responsive will be returned to the Proposer.
5.2
Required Response Format

To assist in the evaluation process, all proposals must follow the same format.  Proposals in any other format may be considered informal and may be rejected.  

One (1) soft copy of a scanned copy of the completed and signed original Proposal in Adobe PDF format on CD or flash drive with one original copy of the Proposal must be submitted with the attachments in the following order and labeled as follows.  The original must be labeled as such.

· Table of Contents 
· Authorization to Submit Proposal and Required Certifications (Attachment A)
· Proposer’s Experience and Qualifications (Attachment B)
· Professional References (Attachment C)
· Technical & Functional Requirements (Attachment D)
· Proposer’s Pricing (Attachment E)
· Proposer’s Stated Exceptions to RFP Requirements (Attachment G)

· Proprietary and/or Confidential Information (Attachment H)

· Signed Addenda to this RFP
5.3
Authorization to Submit Proposal (Attachment A)

Attachment A must be completed and signed by a person authorized to make a binding offer for their organization.  The original signed document must be included in the submission.

5.4
Proposer’s Experience and Qualifications (Attachment B)

Proposers must complete the information requested in Attachment B.  Necessary directions are included in the document.

5.5
Professional References (Attachment C)

Proposers must use the format provided in Attachment C for Professional References. Proposers are to supply references from at least five (5) companies or organizations for which they provide similar services.

5.6
Technical and Functional Requirements (Attachment D)
Proposers are to state precisely how their firm will satisfy each requirement in Attachment D. Conciseness will be viewed favorably in evaluating overall responsiveness to this solicitation.  

5.7
Proposer’s Pricing (Attachment E)

Attachment E is to be used by the Proposer to specify their proposed rates for a Supply Chain Management System. By completing the Proposer’s pricing, the Proposer is submitting its firm offer.

5.8
Proposer’s Stated Exceptions to the RFP Requirements (Attachment G)
The Proposer shall clearly identify any exceptions to the RFP specifications or contract terms using Attachment G.  This is the only means for proposers to state exceptions to the requirements of the RFP in their Proposal.  Exceptions raised at a later time, or in any other location of their Proposal, will not be considered in any negotiations.  Proposer(s) may inspect the Contract Provisions at: 

http://www.mihs.org/uploads/Openbid/90-13-131-1 Contract.doc
5.9
Proprietary and/or Confidential Information (Attachment H)
Attachment H must be verified and signed by a person authorized to make a binding offer for their organization.  The original signed document must be included in the submission.

Any information that is deemed proprietary and/or confidential by a proposer must be clearly identified as such.  The Proposer shall submit justification for any information designated as proprietary and/or confidential in nature.  Final determinations of nondisclosure, however, rest with the Procurement Officer.

MIHS will not be held accountable if material from responses is obtained by parties other than MIHS without the written consent of the Proposer.

5.10
E-Verification (Attachment I)

Attachment I is being provided for informational purposes only related to this solicitation.  Proposers awarded a contract subsequent to this solicitation will be expected, upon request by MIHS, to submit the forms in Attachment I as a condition of the Contract.

IT IS NOT NECESSARY TO INCLUDE THE DOCUMENTS IN ATTACHMENT I WITH YOUR PROPOSAL.

5.11
Signed Addenda

It is the Proposer’s obligation to assure that they have received and reviewed all Addenda issued. Proposers must include a signed copy of each Addenda cover page issued in relation to this RFP within their Proposal. Proposers who fail to submit all signed Addenda may be deemed non-responsive and may be rejected.  Addenda returned to MIHS separately from the Proposal will not be accepted.  Any Addenda to this solicitation will be posted on the Maricopa Integrated Health System Web Site under the Solicitation number.

5.12

Proposer’s Inquiries

All Questions related to the content and requirements of this solicitation may be submitted to Thomas Kealy via e-mail at thomas.kealy@mihs.org or may be faxed to 602-344-1813. Direct contact with any MIHS personnel associates with this procurement other than the Procurement Officer (Thomas Kealy) is not allowed beginning with the issuance of this document through contract award. Failure to comply with this requirement can and will cause disqualification. Exceptions to this requirement involves firms already performing services for MIHS, allowing for discussions necessary for completion of services under existing contracts. Inquiries may be submitted by telephone, but must be followed up in writing.  No oral communication is binding on MIHS. Questions will be accepted up until Friday, February 1, 2013 2:00PM Phoenix, Arizona Time.
5.13
Submission of Proposal

Complete and sealed submissions must be delivered with the Solicitation Number (90-13-131-RFP) clearly visible on the outside of the parcel.  Completed and sealed proposals, including a soft copy on CD or flash drive, as well as one original copy must be delivered to the location specified below.  Sealed parcels must be physically in the possession of MIHS Contracts Management, 2611 East Pierce Street, 2nd Floor, Phoenix, AZ 85008-6092 by Friday, February 15, 2013 2:00PM Phoenix, Arizona Time. PROPOSALS RECEIVED AFTER 2:00PM PHOENIX, ARIZONA TIME ON FRIDAY, FEBRUARY 15, 2013 WILL NOT BE ACCEPTED.

5.14

Withdrawal of Proposals; Late Proposals

At any time prior to the Proposal due date and time, the Proposer may withdraw its Proposal. Late proposals will not be accepted.

5.15

Proposal Opening

Proposals will be opened publicly 15 minutes after the Proposal due date and time. The name of each proposer will be read aloud and recorded, but no other information contained in the Proposals will be disclosed. Proposals will not be available for public inspection until after Contract Award.

5.16

Rights of MIHS

MIHS reserves the right to reject any or all proposals or any part thereof, or to accept any proposal, or any part thereof, or to withhold the award or to waive or decline to waive irregularities in any proposal when it determines that it is in the its best interest to do so.

5.17
Offshore Performance of Work Prohibited
Due to security and identity protection concerns, direct services under any contract resulting from a solicitation issued by MIHS (“Resulting Contract”) shall be performed within the borders of the United States. Any services that are described in the specifications or scope of work that directly serve MIHS or its clients and may involve access to secure or sensitive data or personal client data or development or modification of software for MIHS shall be performed within the borders of the United States. Unless specifically stated otherwise in the specifications in any Resulting Contract, this definition does not apply to indirect or “overhead” services, redundant back-up services or services that are incidental to the performance under any Resulting Contract. This provision applies to work performed by subcontractors at all tiers.

5.18

Cooperative Purchasing

MIHS has entered into Cooperative Purchasing arrangements including with the State of Arizona and the Strategic Alliance for Volume Expenditures ($AVE). $AVE includes many Phoenix metropolitan area municipalities and K-12 unified school districts. With the concurrence of the successful Proposer under this solicitation, any eligible political subdivision, school district or other governmental jurisdiction that is a participant in a Cooperative Purchasing arrangement in which MIHS is also a participant, may utilize the services of a contract resulting from a solicitation issued by MIHS. Proposers who do not want to grant such access to a member of a Cooperative Purchasing arrangement must state so by checking the appropriate box in their price submission in Attachment E. In the absence of a statement to the contrary, MIHS will assume that a Proposer does wish to grant access to any contract that may result from this solicitation.

5.19

System Demonstrations

MIHS expects to shortlist Proposers with the highest evaluation scores based on the criteria outlined in Section 4.2 of the RFP no later than March 7, 2013. Only these shortlisted Proposers will be invited to continue to Phase 2 of the evaluation as outlined in Section 4.3 of the RFP. MIHS expects successful shortlisted Proposers to be available for System Demonstrations on March 25, 26 and 27, 2013. Further information on the specific requirements of Phase 2 evaluation will be made available to successful finalist Proposers at the time the shortlist decision is made.

ATTACHMENT A:  AUTHORIZATION TO SUBMIT PROPOSAL AND REQUIRED CERTIFICATIONS

By signing below, the Proposer hereby certifies that:

*
They have read, understand, and agree that acceptance by MIHS of the Proposer’s offer by the issuance of a purchase order or contract will create a binding contract;

*
They agree to fully comply with all terms and conditions as set forth in the MIHS Procurement Code, and amendments thereto, together with the specifications and other documentary forms herewith made a part of this specific procurement;
*
They are in compliance with A.R.S. § 35-391 et. seq., §35-391.06 and A.R.S. § 35-393 et. seq. including §35-393.06 and do not have scrutinized operations in Iran or the Sudan and are not in violation of the Export Administration Act.

The person signing the Proposal certifies that he/she is the person in the Proposer’s organization responsible for, or authorized to make, decisions regarding the prices quoted. 

The Proposer is a corporation or other legal entity.  
No attempt has been made or will be made by the Proposer to induce any other firm or person to submit or not to submit a Proposal in response to this RFP.

(
All amendments to this RFP issued by MIHS have been received by the person/organization below.  All amendments are signed and returned with the Proposal. 

(
No amendments have been received.

The price and terms and conditions in this Proposal are valid for 180 days from the date of submission.

FIRM SUBMITTING BID


ADDRESS








TELEPHONE  

CITY




STATE

ZIP CODE

FAX
FEDERAL TAX ID NUMBER






EMAIL
AUTHORIZED SIGNATURE






DATE

PRINTED NAME AND TITLE
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MINORITY BUSINESS/WOMEN BUSINESS/SMALL BUSINESS/DISADVANTAGED BUSINESS

(Check appropriate item):

(
Minority Business Enterprise (MBE)
(
Small Business Enterprise (SBE)

(
Women Business Enterprise (WBE)
(
Disadvantaged Business Enterprise (DBE)
ATTACHMENT B:  PROPOSER’S EXPERIENCE AND QUALIFICATIONS 
Administrative Requirements

Form 1: Scope of Software and Services

Indicate which of the following business functions are included in your proposed software solution and whether you are proposing an on premise Licensed Software (Traditional License) or a Software as a Service (SaaS) model by marking an “X” in the appropriate boxes below. Specify the applicable software vendor and software name and version.


Trad.


License 
SaaS

	
	Software Vendor, Name, and Version

	SUPPLY CHAIN MANAGEMENT SYSTEM
	
	
	
	
	


Indicate which of the following implementation services are included in your proposal by marking an “X” in the appropriate boxes below.

SERVICES

	
	Project Management
	
	Software Tailoring
	
	Technical and End User Training

	
	Installation
	
	Data Conversion
	
	Process Reengineering

	
	Technical Configuration
	
	Interface Development
	
	Post-implementation Stabilization 

	
	System Testing
	
	Workflow Development
	
	Ongoing Maintenance and Support


proposer EXPERIENCE AND QUALIFICATIONS
Form 2: proposer Profile 

software Vendor profile

	Name of company

	

	Company website
	

	Name of parent company (if applicable)
	

	Headquarters location (if applicable)
	

	Type of business (e.g., C-corp, S-corp, LLP, sole proprietor)
	

	Date established
	

	Prior fiscal year gross revenue (in U.S. dollars)

	

	Prior fiscal year net income (in U.S. dollars)
	

	Total FTEs in: 
	

	· Customer and software support
	

	· Installation and training
	

	· Product development
	

	· Sales, marketing, and administrative support
	

	Total FTEs in the healthcare division of your company
	


TO WHOM SHOULD CORRESPONDENCE REGARDING THIS CONTRACT BE ADDRESSED?:

	Individual’s Name
	

	Company Name
	

	Address
	

	City/State/Zip
	

	Phone
	

	Fax
	

	Email
	

	Contact Person (if different from above)
	


Software profile

	Name and version of proposed software
	

	Date of next planned software release
	


Using the space below, provide a history of ownership of the proposed software and impacts resulting from any material changes.
	


installed customer base

	Number of clients with the proposed software in production
	

	Number of sales to clients of the proposed software within the last three years
	

	Number of acute care hospitals in the U.S. with the proposed software in production
	

	Number of acute care hospitals in the U.S. that use Epic Systems’ Electronic Medical Records System with the proposed software in production
	


FINANCIAL PROFILE

Indicate that you have attached the following documents by marking an “X” in the appropriate boxes below. 

1. Identify your senior management team. Provide background information for each member of senior management, including years with the company, and position immediately prior to joining the company. 
	


2. Has your company filed a petition for bankruptcy protection? If yes, use the space below to provide additional details regarding the reasons and current disposition of the petition.
	


3. Describe any mergers or acquisitions completed by your company within the last three years.
	


4. Describe any divestitures completed by your company within the last three years. 
	


5. Identify any key business partner(s) whose failure to perform could impact your ability to perform under your agreements, and describe your affiliation. How many years have you been affiliated with that business partner(s)?
	


Additional questions

6. Has any state or federal agency ever made a finding of non-compliance with any relevant civil rights requirement with respect to your business? If yes, please explain. 
	


7. Have there ever been any felony convictions of any key personnel (i.e., Administrator, CEO, Financial Officers, major stockholders, or those with controlling interest)? If yes, please explain.
	


8. Has anyone in your organization, or has your organization, ever been restricted, or in any way, sanctioned or excluded from participation in any governmentally funded healthcare programs? If yes, please explain. 
	


Terminations for Default

Submit full details of all terminations for default or litigations within the last five years, including the other party's name, address, and telephone number. Your response may take as many pages as needed to fully answer this question.

Termination for default is defined as notice to stop performance due to the Proposer's non-performance or poor performance, and the issue was either (a) not litigated; or (b) litigated and such litigation determined the Proposer to be in default. Present the Proposer's position on the matter. 

MIHS will evaluate the facts and may, at its sole discretion, reject the Proposer's response if subsequent contract completion may be jeopardized by selection of the Proposer. If no such terminations for default have been experienced by the Proposer within the last five years, declare so in the space provided. 

	


customer base
	Number of clients for which you have provided similar implementation services
	

	Number of acute care hospitals in the U.S. for which you have provided similar implementation services
	

	Number of acute care hospitals in the U.S. that use Epic Systems’ Electronic Medical Records System for which you have provided similar implementation services
	


Only Proposers who are proposing a Software as a Service (SaaS) solution must provide responses to the following question.

	List up to 10 clients for which you have provided similar SaaS solutions. Emphasize your experience with acute care hospitals in the U.S. List number of beds if applicable. 

	Client Name and Location 
	# Beds

(if applicable)

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	


Using the space below, provide a history of ownership of the company and impacts resulting from any material changes.
	


Implementation Team Experience and Qualifications

Form 3: Proposed Implementation Team and Key Staff

Complete this form to identify your proposed project team. Include additional lines as necessary. Indicate the time each staff member will be dedicated to the project and each member’s years of experience implementing the proposed software. Also identify key staff members, including – at a minimum – the proposed project manager, technical lead, and functional leads, as well as other staff members with substantial hours on the project. For each key staff member, complete the table “Key Staff Background and Information” on the following page.

PROPOSED IMPLEMENTATION TEAM

	Name
	Company 
	Job Title
	Project Role
	# years implementing proposed software
	Key staff?

(Y/N)
	Total hours
	Hours onsite

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	Total hours:
	< Total>
	<Total>


KEY STAFF EXPERIENCE AND QUALIFICATIONS

Complete the following table for each of the proposed key staff identified in the previous tables. Create additional copies of this table as necessary. You may use as many pages as necessary to complete these tables. This form must be completed as-is – standard resumes are not acceptable – however resumes for specific staff may be requested as a part of contract negotiations. At a minimum, you should provide relevant (e.g., similarly sized acute care hospitals in the U.S.) reference information for your proposed project manager and technical, finance, and human resources leads. 

	Name 
	

	Project role
	

	Length of time at company
	

	Length of time current job title
	

	Education and certifications
	

	Skills and qualifications 
	

	Other project commitments during proposed project duration
	

	

	Client References:
	<Client Name>
	<Client Name>
	<Client Name>

	Client contact name
	
	
	

	Title
	
	
	

	Telephone 
	
	
	

	Client size (number of employees supported by the system)
	
	
	

	Start date (MM/YY)
	
	
	

	Scheduled end date (MM/YY)
	
	
	

	Actual end date (MM/YY)
	
	
	

	Average hours per week
	
	
	

	Describe experience directly relevant to the position and responsibilities proposed for this project
	
	
	


Project Management Methodology

Form 4: Project Management Methodology

Your response to this form must not exceed three pages, excluding requested attachments. 

1. Describe your approach to project management (see Objective 1 in Section 3.3 of the RFP). 
	


2. Attach your proposed detailed project schedule for all project activities, loaded with your and MIHS’ project team resources, submitted in Microsoft Project 2003, 2007, or 2010 format. This file is required and will be used to evaluate your proposed schedule, staffing, and use of MIHS’ resources. Please make sure that the hours provided in this file correspond to the hours included on Form 3.

3. Attach a sample project status report.

4. Describe your approach to project scope change management. 
	


5. Please provide a brief description of the major risks inherent with a software implementation of this scope. Please also describe the mitigation strategies you would take to reduce or eliminate these risks.
	


Implementation and Training Approach

Form 5: Implementation Approach

Your response to this form must not exceed 30 pages, excluding requested samples. 

IMPLEMENTATION APPROACH

1. Describe your approach to and role in initial installation (see Objective 2 in Section 3.3 of the RFP). 
	


2. Describe MIHS’ role in initial installation.
	


3. Describe your approach to and role in gap analysis and software configuration (see Objective 3 in Section 3.3 of the RFP). Attach a sample system configuration report.
	


4. Describe MIHS’ role in configuration, design, and system configuration/tailoring.
	


5. Describe your approach to and role in data migration (see Objective 4 in Section 3.3 of the RFP). Specifically address the following questions:
a) Does the proposed software contain tools to facilitate data migration? Will you use additional software to support this effort?

b) Based on your previous experience with similar engagements, what are the typical challenges you encounter during mapping, cleansing, migration, and validation of legacy data to the proposed software?

c) What mitigation strategies have you used in the past to effectively address these challenges?

d) How can you improve upon your process for mitigating these challenges?

Attach a sample data conversion plan.
	


6. Describe the MIHS’ role in data migration. 
	


7. Describe your approach to and role in interface design and development (see Objective 5 in Section 3.3 of the RFP). Attach a sample interface specifications document.
	


8. Describe MIHS’ role in interface design and development.

	


9. Describe your approach to and role in testing (see Objective 6 in Section 3.3 of the RFP). Specifically address the following questions:
a) Based on your previous experience with similar engagements, what are the typical challenges you encounter during the various testing phases?

b) What mitigation strategies have you used in the past to effectively address these challenges?

c) How can you improve upon your process for mitigating these challenges?

Attach a sample test plan and scripts. 
	


10. Describe MIHS’ role in testing, distinguishing different levels of testing (e.g., unit, system, user acceptance) as appropriate.

	


11. Describe your approach to and role in go-live support and stabilization (see Objective 8 of Section 3.3 of the RFP). Attach a sample Go-Live/stabilization plan.  

	


12. Describe MIHS’ role in go-live and stabilization. 

	


13. Explain which activities from your proposed project plan will be performed on-site in Phoenix, AZ, and which activities will be performed off-site.

	


14. Describe how you will ensure that your design and implementation approach complies with MIHS’ internal, commercial, and regulatory compliance requirements. Specifically address the following compliance requirements:
a) HIPAA – Final Security Rule and Final Privacy Rule, Parts 160, 162, 164 2003 (Refer to “Health Insurance Portability and Accountability Act Compliance Insights” of the IT Compliance Institute.)

b) Proposed and future final HIPAA modification rule (Refer to the Office of Civil Rights’ proposed rule modifying the privacy, security, and enforcement rules of HIPAA, pursuant to the HITECH Act, issued July 8, 2010.)
c) Arizona Privacy Laws

	


In the following table, estimate the total hours required for each type of required MIHS resource over the life of the implementation project. Insert additional rows as necessary. Note that these figures should correspond to the resource requirements indicated in your Microsoft Project file. 

ESTIMATED RESOURCE REQUIREMENTS BY ROLE

	Type of MIHS Resource
	Role/Activities
	Hours

	Project Manager
	
	

	Systems Administrator
	
	

	Database Administrator
	
	

	Application Support Specialist
	
	

	Interfaces
	
	

	Testing
	
	

	Supply Chain Management Lead
	
	

	Other Supply Chain Management SMEs
	
	

	Accounts Payable Lead
	
	

	Other Accounts Payable SMEs
	
	

	Trainer
	
	

	Other:
	
	

	
	
	

	
	
	

	
	
	


ESTIMATED RESOURCE REQUIREMENTS BY DELIVERABLE

Complete the table below by estimating both MIHS’ and Proposer’s labor effort for each required deliverable. This information will clarify the expected roles, responsibilities, and time required for implementing the proposed solution and will help MIHS more accurately evaluate the Proposer’s proposal. 

	Deliverable
	Estimated 

MIHS Hours
	Proposer Hours

	1.1 Baseline detailed project work plan
	
	

	1.2 Project status reports
	
	

	1.3 Key performance metrics
	
	

	2.1 Hardware specification
	
	

	2.2 Installation Certification Document
	
	

	3.1
System configuration reports
	
	

	3.2 Configured software ready for test
	
	

	3.3 Application architecture documentation
	
	

	4.1 Data conversion plan
	
	

	4.2 Migrated data
	
	

	5.1 Interface specifications
	
	

	5.2 Tested interfaces
	
	

	6.1 Test plan and scripts
	
	

	6.2 Volume/stress testing report
	
	

	7.1 Training plan
	
	

	7.2 Training materials
	
	

	7.3 Training  Delivery
	
	

	8.1 Go-Live and stabilization plan
	
	

	8.2 Technical operations manual
	
	

	8.3 Business user manual
	
	

	8.4 Configured licensed software in productive use
	
	

	8.5 Stabilization services
	
	

	tOTAL LABOR EFFORT
	
	


Form 6: Training Approach

Your response to this form must not exceed five pages, excluding attached samples. 

1. Attach sample training plan and classroom materials. 

2. Describe your proposed approach to subject matter expert/implementation team training (see Objective 7 in Section 3.3 of the RFP), including location where formal classroom training will occur (e.g., MIHS facilities, vendor facilities).

	


3. Describe your proposed approach to end-user training (see Objective 7 in Section 3.3 of the RFP).

	


4. Does your training approach include any delivery mechanisms other than stand-up classroom delivery (e.g., computer-based training, video training)? If so, please describe.

	


5. Describe MIHS’ role in training. 

	


6. If you provide a formal certification for staff supporting your proposed solution, please describe it below.

	


Complete the following table outlining the training requirements for all MIHS staff (SME, end user, and technical) to become qualified to use and maintain the system. Add additional lines as necessary.

	Type of Employee
	Required Courses
	Training Method

(e.g., on-site classroom, off-site classroom, CBT, remote)
	Training Hours per Employee

	Project Manager
	
	
	

	Systems Administrator
	
	
	

	Database Administrator
	
	
	

	Application Support Specialist
	
	
	

	Finance Lead
	
	
	

	Supply Chain Management Lead
	
	
	

	Other Supply Chain Management SMEs
	
	
	

	Accounts Payable Lead
	
	
	

	Other Accounts Payable SMEs
	
	
	

	Trainer
	
	
	

	Other:
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


TECHNICAL ARCHITECTURE

Form 7: Technical Architecture

Please indicate the technical requirements for implementing your solution for an organization of MIHS’ size and complexity. Where the tables request recommended configurations, specify hardware capable of supporting acceptable performance and scalability requirements. 

1. Attach a diagram of the recommended system architecture including all necessary components for the following environments at a minimum: 1) development; 2) training; 3) production; and 4) disaster recovery. Be sure to consider MIHS’ business continuity requirements in Section 1.6 of the RFP.

2. Complete the following table to specify the recommended server configuration in your proposed solution. Add additional lines as necessary for each type of server, and for each environment (e.g., development, training, production, disaster recovery).

	Server Type
	Hard Drive Space and Design

(e.g., RAID)
	RAM
	Processor 

and Speed
	# Processors
	Other Requirements 

(e.g., tape drive)

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


3. Complete the following table to describe the technologies required to deploy the proposed solution (e.g., development languages, server operating systems).

	Technology Component
	Technology

	What is the primary source code language (e.g., C++, Java, 4GL) used to generate your application’s executable modules?
	

	What additional source code languages are used to generate executable modules required by your application?
	

	If you use a code generator to create your source code, please describe the product.
	

	Describe your system’s database architecture(s) and database management system(s), and if a commercial database(s) is used (e.g., Oracle, DB2, SQL-Server, etc.).  
	

	List all middleware product(s) (e.g., WebSphere) or languages (e.g., XML, Java EE) required by your proposed software solution.
	

	List all server operating system(s) required by your proposed software solution.
	


4. Complete the following table to indicate the last time the software was re-architected.
	Technology Component
	Date

	Data Structure:
	

	Application Code:
	

	User Interface:
	


5. Is 100% of your product’s functionality available through a browser-based interface? If not, describe the components that are not browser-accessible.  Also, explain your software distribution methods for upgrades.

	
	Yes
	
	No


	


6. Do you certify your system to run on virtual servers?

	
	Yes
	
	No


7. Do you certify your system for terminal server use, e.g., Citrix? 

	
	Yes
	
	No


8. Describe your system’s ability to operate within a thin client environment. 

	


9. Describe your method of remote vendor support (e.g., Terminal Services). 

	


10. Provide a complete description of the minimum laptop or desktop computer hardware specifications necessary to run the software. 

	


11. List all compatible laptop or desktop operating systems. 

	


12. Please complete the following table to specify any third-party software products that are required (including plug-ins), other than database management software and operating systems. Add copies of the table as necessary.  

	Other Software
	Product Information

	Software product:
	

	Version number:
	

	Reason for product:
	


13. Please complete the following table to specify any third-party hardware products that are required. Add copies of the table as necessary.  

	Other Hardware
	Product Information

	Manufacturer:
	

	Hardware product:
	

	Product model #:
	

	Reason for product:
	


14. Describe your approach and direction to integration across all system modules. Attach a logical diagram or graphical representation of how the modules of your proposed system are integrated or are interfaced. 

	


15. What tools and approaches (e.g., APIs, middleware) do you employ to facilitate information exchange between your system and others? 

	


DATA STORAGE AND RECOVERY

16. Indicate if your proposed solution will operate on a fiber attached SAN, specifically an HP StorageWorks XP24000 with Continuous Access for replication. If not, describe compatible storage platforms.
	


17. Describe how your proposed solution supports data archiving.
	


18. Describe how your proposed solution facilitates high availability.
	


19. Describe any performance monitors built into your proposed solution.
	


20. How is backup accomplished with your proposed solution? Is your system fully compatible with HP Data Protector?

	


21. Describe your recommendations for meeting MIHS’ business continuity requirements as outlined in Section 1.6 of the RFP. Include specific recommendations for transitioning from the production to the disaster recovery environment.

	


For Software as a Service (SaaS) Solutions Only.

Only Proposers of SaaS solutions must provide responses to the following questions. 

DATA STORAGE AND RECOVERY

22. Where are your data centers located? 

	


23. Describe the redundancy across these data centers.

	


24. Describe the disaster recovery site and methodology used to maintain availability.

	


25. Describe your requirements for data communications.

	


26. Describe response times in comparison to a non-hosted solution.

	


SECURITY

27. Describe in detail how you meet all applicable HIPAA requirements.
	


28. Describe your proposed solution’s ability to track and report on all system users who have viewed sensitive information. To what level of detail is this information captured?

	


Form 8: Information Security

LEGAL ELIGIBILITY

1. Has your company or any of its parents or subsidiaries ever been debarred from bidding on any public (e.g., federal, state, county, city) contracts? If yes, provide a detailed description of each circumstance.

	


2. Has your company or any of its parents or subsidiaries ever been notified of a pending debarment from bidding on any public (e.g., federal, state, county, city) contracts? If yes, provide a detailed description of each circumstance.

	


3. Has your company or any of its parents or subsidiaries ever been suspended from participation in bidding on any public (e.g., federal, state, county, city) contracts? If yes, provide a detailed description of each circumstance.

	


4. Has your company or any of its parents or subsidiaries ever been notified of a pending suspension from participation in bidding on any public (e.g., federal, state, county, city) contracts? If yes, provide a detailed description of each circumstance.

	


5. Has your company or any of its parent or subsidiaries been pre-qualified for participation in bidding on any public (e.g., federal, state, county, city) contracts? If yes, provide a detailed description of each circumstance.

	


6. Has your company or any of its senior management been indicted or convicted of a felony or other criminal conduct? If yes, provide a detailed description of each circumstance.

	


7. Has any customer terminated an agreement relating to the subject services and/or product prior to the end of its terms within the last three (3) years? If yes, provide a detailed description of each circumstance and identify a customer contact for each customer that terminated an agreement. 

	


8. Has any customer filed litigation within the last three (3) years claiming that the subject services and/or product failed to properly perform or that your company failed to provide promised services? If yes, provide a detailed description of each circumstance and identify a customer contact for each customer that filed such a claim. 

	


9. Is there any pending or threatened litigation that your company has deemed to present a “material” (as that term is used in the context of audits) risk to the company? If yes, provide a detailed description of each circumstance.

	


10. Is there any pending or threatened regulatory enforcement action that your company has deemed to present a “material” (as that term is used in the context of audits) risk to the company? If yes, provide a detailed description of each circumstance. 

	


11. Will you provide view-only access during the diligence period to user group sites and customer message boards? 

	


12. Does your organization have a Code of Ethics? If yes, please provide your Code of Ethics as an attachment to your proposal response. 
	


13. Describe the internal process(es) used by your company to ensure the ethical conduct of your employees.

	


14. Describe the internal process(es) your company uses to provide quality assurance.

	


Indicate your response to the following questions by marking an “X” in the appropriate box in the tables below. 

If one part of a question addressing multiple requirements causes you to be unable to answer “Yes,” provide such explanatory information as you deem appropriate in the text box following the question.

If the “Not applicable” or “Conscious decision” answers are checked in connection with any question, provide a detailed description of the reasons supporting such a response in the text box following the question. Several of these questions are specific to a SaaS environment.  If you are proposing an MIHS hosted solution, the appropriate response may be “Not applicable” but will require an explanation in the provided text box.

Provide additional information if desired in the text box following each question. 

INFORMATION SECURITY BEST PRACTICES AND ISO 17799

	15. Are you ISO-17799 certified? 
	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development)

	
	
	Yes (In the space below, provide details including date of audit, status of planned updates to the audit, and any material changes to your security environment after completion of the audit.)

	


	16. Do you follow the guidelines set out in ISO–17799 and the principles defined by it?
	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development)

	
	
	Yes

	


	17. Have you been audited/assessed against ISO-17799 within the last 18 months?
	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development) 

	
	
	Yes (Attach full original reports.)

	


INFORMATION SECURITY POLICY

	18. Does your organization have in effect, monitor, and enforce a formal, documented, mandated, company-wide information security program, including security policies, standards, and procedures (collectively “Security Policies)?
	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development) (Provide details in the space below.)

	
	
	Yes (Attach a copy of the Security Policies, subject to MIHS’s confidentiality obligations.)

	


	19. Do your Security Policies specifically address the confidentiality, integrity, and availability of your facilities, systems, and the information in your possession and control?


	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development)

	
	
	Yes

	


	20. Do you have a formalized training program for your employees with regard to your Security Policies?
	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development

	
	
	Yes

	


	21. Has your organization taken steps to create and maintain security awareness for data processing employees and users of systems and networks (such as awards for suggesting good security ideas)?
	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development

	
	
	Yes

	


 ovide a detailed description of the testing environments used.nt, testing, and production?y pre-production certification proce
22. How frequently do you review your Security Policies? Include the date (month/year) of your last review if applicable.

	


	23. Do you conduct penetration or other testing of your security program?
	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development)

	
	
	Yes

	


	24. Have you undergone a penetration or vulnerability assessment of your environment performed by a recognized third party?
	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development)

	
	
	Yes (Attach a copy.)

	


	25. Is a formal, documented, mandated company-wide disaster recovery program in effect, monitored, and enforced in your organization? 
	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development)

	
	
	Yes (In the space below, indicate when the last time the disaster recovery policies were updated and how frequently you review these policies.) (Attach a copy.)

	


	26. Do you conduct testing of your disaster recovery policies?
	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development)

	
	
	Yes 

	


ORGANIZATIONAL SECURITY

	27. Do you have a dedicated Information Security team responsible for implementing, enforcing, and monitoring the Information Security management function? 
	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development)

	
	
	Yes

	


	28. Do you have a documented and established computer incident response program?  
	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development)

	
	
	Yes (In the space below, provide a detailed description, including whether the program includes notification/escalation procedures to notify customers in the event of an intrusion.) (Attach a copy.)

	


	29. Do you have a Computer Emergency Response Team set up to handle hacking and other system attacks?
	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development)

	
	
	Yes

	


	30. Do you receive security vulnerability advisories from organizations such as CERT?
	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development)

	
	
	Yes (In the space below, describe the advisories you receive and the actions taken on these advisories.)

	


	31. Are specific protections included in all agreements with third parties, including outsourcing contractors, to address system security, confidentiality, and access control?
	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development)

	
	
	Yes

	


ASSET CLASSIFICATION AND DATA CONTROL

	32. Are all information assets, including those of your customers, accounted for and assigned to a responsible owner for ensuring adequate controls are implemented to protect the confidentiality, integrity, and availability of those assets?
	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development)

	
	
	Yes

	


PERSONNEL SECURITY

	33. Are staff members (including associated third-party contractors) who deal with sensitive/confidential data, screened for potential security risks? Are they required to sign an appropriate confidentiality/non-disclosure agreement?
	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development)

	
	
	Yes

	


PHYSICAL AND ENVIRONMENTAL SECURITY

	34. Has your organization performed a risk analysis to identify individual programmers, network analysts, or other personnel upon whom the organization is excessively dependent or who are in a position to inflict significant harm?
	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development)

	
	
	Yes

	


	35. Is all critical or business sensitive information housed in secure areas and protected by perimeter security such as barrier access control to provide a physically secure environment?
	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development)

	
	
	Yes (Attach a copy of your current physical and environmental security procedures.)

	


	36. Does your organization have specific procedures for cleansing and/or destroying computer media to ensure confidential information is adequately protected? 
	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development)

	
	
	Yes

	


	37. Does your organization have procedures in place to ensure documents containing sensitive information are not discarded in whole, readable form and that they are shredded, burned or otherwise mutilated? 
	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development)

	
	
	Yes

	


COMMUNICATIONS AND OPERATIONAL MANAGEMENT

	38. Are all information processing facilities monitored for security events which are reviewed and acted upon as defined in a formal, written incident response plan?
	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development)

	
	
	Yes (Attach a copy of your incident response plan.)

	


	39. Do you deploy anti-virus software on all computers in your organization and are signature files updated frequently?
	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development)

	
	
	Yes

	


	40. Does your organization have back-up facilities to ensure essential business information can be recovered in the event of disaster or media failure?
	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development)

	
	
	Yes (In the space below, provide details of your back-up procedures, including how often back- ups are performed for various categories of information, are back-ups retained in geographically disparate and secure locations. Describe the method used to perform back-ups. Does your organization use RAID?)

	


ACCESS CONTROL

	41. Are all data exchanges with third parties subject to agreements containing the protections identified in question 31?
	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development)

	
	
	Yes (In the space below, provide a description of your contracting procedures.)

	


	42. Are formal procedures for access control (including user management) documented and enforced? 


	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development)

	
	
	Yes (In the space below, provide a detailed description of your access control procedures.)

	


	43. Is access to your networks (both internal and external) controlled and monitored?


	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development)

	
	
	Yes (In the space below, provide a detailed description of your access control procedures.)

	


44. Are the devices (servers, routers, and firewalls) used to provide the services to MIHS dedicated to MIHS or are they also used for your other customers as well? If the devices are hosting other customer data, what have you done to ensure that other customers cannot access MIHS data?
	


45. Does any element of your service require you to outsource to another vendor? If yes, provide the vendor name. Has your outside provider undergone a recent vulnerability assessment performed by a recognized third party? If yes, are they willing to share the results with MIHS? In no, would they be willing to undergo a vulnerability assessment?
	


SYSTEMS DEVELOPMENT AND MAINTENANCE

	46. Do you have separate physical/logical environments for development, testing, and production?


	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development)

	
	
	Yes (In the space below, provide a detailed description of the testing environments used.)

	


	47. Do you formally test systems for security before certification for production?


	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development)

	
	
	Yes (In the space below, provide a detailed description of the procedures used to test the security of your applications.) (Attach a copy of any pre-production certification procedures.)

	


	48. Do you have separate physical/logical environments for development, testing, and production?


	
	Not applicable to my environment/situation 

	
	
	Conscious decision not to deploy this practice

	
	
	Aware this needed but no actions taken yet

	
	
	Planned (within three months and/or in development)

	
	
	Yes (In the space below, provide a detailed description of the testing environments used.)

	


Support and Maintenance 

Form 9: Support and Maintenance 

Your response to this form must not exceed six pages, not including attached samples. 

1. In the table below, describe the typical client internal MIHS staffing (e.g., technical, business) requirements necessary to manage the system on an ongoing basis for the listed areas. 

	Role
	Staff Skill Set
	Hours/Year

	Application Support
	
	

	Database Management
	
	

	Operating Systems Support
	
	

	User Functional Support
	
	

	Others (specify):
	
	

	
	
	

	
	
	

	
	
	


Complete questions 2 through 8 for EACH proposer providing software. Cut and paste tables as necessary.

2. Please refer to Section 3.4 Software Support and Maintenance of the RFP for the MIHS’ desired support and maintenance service levels. Given this information, complete the following table.

	Proposer name:
	

	Components supported:
	

	Location of support staff:
	

	Help desk support available (Yes/No):
	

	Support availability:

(Indicate XX AM – XX PM, in Mountain Standard Time and days of the week)
	

	Onsite support provided (Yes/No): 

(Briefly describe proposed onsite support plan)
	

	Support fee structure: 

(e.g., flat-fee or per incident, after-hours charges)
	


3. Attach a copy of your proposed maintenance/support agreement. Briefly describe other support package options MIHS could choose from.

	


4. Fully describe your support model and problem escalation process, including initial problem identification, triage for priority and severity of problem, steps for resolving problem escalation when a solution is not forthcoming or an implemented solution is unsatisfactory.

	


5. Does the client have final authority regarding severity assignments?

	
	Yes
	
	No


6. Does the client have final authority regarding the acceptability of a solution?

	
	Yes
	
	No


7. Indicate your response goals, and your statistics regarding meeting those goals for your existing client base.

	


8. Describe how you allocate support resources to your client base such that all clients receive the support they require for their unique needs. 

	


9. Describe your process for implementing new releases, upgrades, and or updates to the system. Explain how customizations are identified and migrated through the upgrade process.

	


10. Describe your recommendation for distributing new releases of the software to client workstations.

	


11. How many prior software releases do you support at any given point in time?

	


12. Describe your approach to minimizing downtime. 

	


13. Briefly discuss any client user groups. How often are user conferences or meetings held? How many attendees participated in the most recent user conference? Is there a Listserv tool for customer-to-customer communications? Provide name, email address, and phone number of the client user group chairperson. 

	


14. State your commitment and timeliness to ensuring your systems meet Federal and State regulatory requirements over time. 

	


15. What is your policy regarding acceptance and incorporation of client enhancement requests into a future release?  How are enhancement requests collected, reviewed, prioritized, and incorporated?  

	


16. If proposing a user-based licensing model, provide detailed definitions of all user types utilized within that model. If not proposing a user-based licensing model (e.g., enterprise), define the components (e.g., employees, retirees, operating budget) upon which your pricing is based.

	


For Software as a Service (SaaS) Solutions Only.

Only Proposers of SaaS solutions must provide responses to the following questions. 

17. Describe your approach to data retention.

	


18. Describe your support model, including dedicated vs. non-dedicated support for MIHS’ site. 

	


19. What is the guaranteed uptime for availability (e.g., 99.99%)?

	


20. Describe scheduled downtime/maintenance periods.

	


21. If the proposed solution is outsourced, who is your outsource partner?

	


ATTACHMENT C: REFERENCES
Enter the information requested below for at least five (5) professional references.  These references should be current or recent clients for whom the Proposer has implemented a Supply Chain Management System similar to that solicited under this RFP for a similar hospital system that is comparable to MIHS:

REFERENCE #            

Organization Name: 

Address: 

City/State/Zip: 

Contact Person:

Title: 

Contact Person Phone Number: 


E-mail:


Please provide a description of the services provided.  Clearly identify the similarities and dissimilarities to the services being proposed in response to this RFP.

Description for Reference: 

ATTACHMENT D:  TECHNICAL AND FUNCTIONAL REQUIREMENTS

Maricopa Integrated Health System seeks to procure a Supply Chain Management solution to meet its requirements in the following functional areas:

	· Accounts Payable
	· Materials Management/Inventory Control
	· Purchasing

	· Reporting
	· Dashboards
	


Proposers must propose all of these five (5) software/services categories.

MIHS has assigned a priority to each listed requirement: 

	1
	Essential
	Essential to maintain daily business operations.

	2
	Desired
	Desired to enhance daily business operations.


For each software/service category and module proposed, Proposers must provide a response for each requirement to be considered responsive. Proposers must respond to the Functional Requirements and to the System Requirements and Technical Requirements Sections below. Place an “X” in the column that best describes your proposed solution’s ability to meet each listed requirement. Use the following definitions to guide your evaluation. When “Future Release” is indicated, Proposers must indicate the planned release date and version number for this future release, if applicable:

	“M”
	Meets
	Requirement met with existing system functionality.



	“C”
	Custom
	Requirement met with system modification. (Describe modifications in the comments column. Include associated costs in Attachment E: Pricing.)

	“A”
	Alternative Solution 
	Requirement met through integration with a third-party system. (Describe solution in the comments column. Include associated costs in Attachment E: Pricing.)

	“D”
	Does Not Meet/Future Release
	Requirement not met by the current proposed solution and/or will be available in a planned future release.


	SUMMARY SOLUTION STATEMENT

	Describe your proposed software solution. Include an overview of how the entire solution will work seamlessly to enhance MIHS’ operations. The description should contain sufficient detail for MIHS to understand the specific technologies to be used, how they will be implemented, and the interaction of the various proposed modules. You may include materials specific to your proposed solution for MIHS. Refrain from providing marketing materials and background information provided to MIHS elsewhere in your proposal, or otherwise available in the public domain. Your response must not exceed 10 pages, excluding product materials.

All information provided in this description MUST be consistent with the commitments agreed to in other portions of this RFP.  

	


	
	
	Priority
	M
	C
	A
	D
	Comments

	SUPPLY CHAIN MANAGEMENT

	1  
	Accounts Payable 
	
	
	
	
	
	

	1.1 
	Vendor Management
	
	
	
	
	
	

	1.1.1 
	Ability to enter vendor information, including:
	
	
	
	
	
	

	1.1.1.1 
	ID
	1
	
	
	
	
	

	1.1.1.2 
	Name 
	1
	
	
	
	
	

	1.1.1.3 
	Alias/d.b.a.
	1
	
	
	
	
	

	1.1.1.4 
	Federal Identification Number (FIN)
	1
	
	
	
	
	

	1.1.1.5 
	E-mail
	1
	
	
	
	
	

	1.1.1.6 
	Internet address
	1
	
	
	
	
	

	1.1.1.7 
	Multiple contact names
	1
	
	
	
	
	

	1.1.1.8 
	Multiple telephone numbers
	1
	
	
	
	
	

	1.1.1.9 
	Multiple fax numbers
	1
	
	
	
	
	

	1.1.1.10 
	Multiple remit to/payment addresses
	1
	
	
	
	
	

	1.1.1.11 
	Multiple buy from/purchase addresses for the same vendor
	1
	
	
	
	
	

	1.1.1.12 
	IRS 1099 designation
	1
	
	
	
	
	

	1.1.1.13 
	Default payment method (e.g., ACH, wire, check)
	1
	
	
	
	
	

	1.1.1.14 
	Payment terms/discount rate/late charges
	1
	
	
	
	
	

	1.1.1.15 
	Electronic bank account information
	1
	
	
	
	
	

	1.1.1.16 
	Certifications/status (e.g., minority or women-owned business) with effective dating
	1
	
	
	
	
	

	1.1.1.17 
	Multiple commodity codes
	1
	
	
	
	
	

	1.1.1.18 
	Multiple vendor types
	1
	
	
	
	
	

	1.1.1.19 
	Tax designation/rate
	1
	
	
	
	
	

	1.1.1.20 
	Product
	1
	
	
	
	
	

	1.1.1.21 
	Comments
	2
	
	
	
	
	

	1.1.2 
	Ability to effectively date vendor changes (e.g., vendor name change)
	1
	
	
	
	
	

	1.1.3 
	Ability to automatically recognize duplicates in the global vendor list
	1
	
	
	
	
	

	1.1.4 
	Ability to change the status of a vendor to inactive or hold
	1
	
	
	
	
	

	1.1.5 
	Ability to automatically alert requester that vendor does not exist or vendor has changed
	1
	
	
	
	
	

	1.1.6 
	Ability to identify and maintain 1099 vendors 
	1
	
	
	
	
	

	1.1.7 
	Ability to create and track pre-approved vendor lists in the global vendor list
	2
	
	
	
	
	

	1.1.8 
	Ability to set default GL account numbers by vendor
	1
	
	
	
	
	

	1.1.9 
	Ability to provide standard web-invoice forms for vendors to submit standardized invoices 
	2
	
	
	
	
	

	1.2 
	Payables Processing
	
	
	
	
	
	

	1.2.1 
	Ability to automate entire payment process (requisition to check) using workflow
	2
	
	
	
	
	

	1.2.2 
	Ability to support different business rules and routing workflows based on procurement approval thresholds (e.g., supervisor approval less than $500, manager approval between $500 and $999)
	2
	
	
	
	
	

	1.2.3 
	Ability to support electronic invoicing from vendors
	1
	
	
	
	
	

	1.2.4 
	Ability to support the following payments, including:
	
	
	
	
	
	

	1.2.4.1 
	Single payment for multiple invoices from the same vendor
	1
	
	
	
	
	

	1.2.4.2 
	Split specific invoices out for payment on a separate payment.
	1
	
	
	
	
	

	1.2.4.3 
	Recurring payments
	1
	
	
	
	
	

	1.2.4.4 
	Partial payments
	1
	
	
	
	
	

	1.2.4.5 
	Progress payments on a contract
	1
	
	
	
	
	

	1.2.4.6 
	Refunds to patients and insurance (from Epic and STAR)
	1
	
	
	
	
	

	1.2.4.7 
	Employee reimbursements
	1
	
	
	
	
	

	1.2.4.8 
	Lease payments
	1
	
	
	
	
	

	1.2.4.9 
	Pre-payments
	1
	
	
	
	
	

	1.2.5 
	Ability to automatically route recurring payments via workflow for approval prior to processing
	2
	
	
	
	
	

	1.2.6 
	Ability to support direct payment via ACH or electronic funds transfer (e.g., for utilities and contracts)
	1
	
	
	
	
	

	1.2.7 
	Ability to automatically notify a vendor via email that an electronic payment has been made
	2
	
	
	
	
	

	1.2.8 
	Ability to support remittance advices and tailor the level of detail included (e.g., check stub)
	1
	
	
	
	
	

	1.2.9 
	Ability to record discount payment terms by:
	
	
	
	
	
	

	1.2.9.1 
	Vendor
	1
	
	
	
	
	

	1.2.9.2 
	Purchase order
	1
	
	
	
	
	

	1.2.9.3 
	Invoice
	1
	
	
	
	
	

	1.2.10 
	Ability to automatically calculate payment due dates using prompt payment rules, with manual override by:
	
	
	
	
	
	

	1.2.10.1 
	User-defined percentage tolerance on a purchase order basis
	1
	
	
	
	
	

	1.2.10.2 
	User-defined flat-dollar cap on a percentage (e.g., 10 percent, not to exceed $50) on a purchase order basis
	1
	
	
	
	
	

	1.2.11 
	Ability to override discount payment terms at a vendor level
	1
	
	
	
	
	

	1.2.12 
	Ability to override discount payment terms at an invoice level
	1
	
	
	
	
	

	1.2.13 
	Ability to override default payment method
	1
	
	
	
	
	

	1.2.14 
	Ability to support sales and use taxes on a line item basis
	1
	
	
	
	
	

	1.2.15 
	Ability to automatically calculate withheld amounts from payment, such as contract retainages or for partial acceptance of goods based on either a percentage or dollar amount by line item
	1
	
	
	
	
	

	1.2.16 
	Ability to handle and track late charges
	1
	
	
	
	
	

	1.2.17 
	Ability to flag, in real-time, any amount variance between the purchase order and invoice, including:
	
	
	
	
	
	

	1.2.17.1 
	User-defined percentage tolerance on a purchase order basis
	1
	
	
	
	
	

	1.2.17.2 
	User-defined flat-dollar cap on a percentage (e.g., 10 percent, not to exceed $50) on a purchase order basis
	1
	
	
	
	
	

	1.2.18 
	Ability to track invoice payment dates and invoice due dates and discounts
	1
	
	
	
	
	

	1.2.19 
	Ability to process multiple invoices to a PO or multiple POs to Multiple invoices
	1
	
	
	
	
	

	1.2.20 
	Ability to support exception-based processing to resolve and document variances
	1
	
	
	
	
	

	1.2.21 
	Ability to create debit memos
	1
	
	
	
	
	

	1.2.22 
	Ability to provide automatic three-way matching of purchase order amounts/quantity, goods received, and invoice amounts/quantity
	1
	
	
	
	
	

	1.2.23 
	Ability to reject electronic invoices based on insufficient information (i.e., MIHS’s original purchase order number omitted)
	2
	
	
	
	
	

	1.2.24 
	Ability to tag invoices for later payment
	1
	
	
	
	
	

	1.2.25 
	Ability to access to payment histories
	1
	
	
	
	
	

	1.2.26 
	Ability to track/identify user who initiated requisition
	1
	
	
	
	
	

	1.2.27 
	Ability to track status of payments, purchase orders, and requisitions
	1
	
	
	
	
	

	1.2.28 
	Ability to automatically distribute payments to multiple general ledger accounts based on:
	
	
	
	
	
	

	1.2.28.1 
	User-specified dollar amount
	1
	
	
	
	
	

	1.2.28.2 
	User-specified percentage
	1
	
	
	
	
	

	1.2.29 
	Ability to associate budget codes on a line item basis
	1
	
	
	
	
	

	1.2.30 
	Ability to prorate expenses (e.g., to accommodate a monthly payment for a vendor whose contract may have been termed unexpectedly
	1
	
	
	
	
	

	1.2.31 
	Ability to allocate non-patient specific expenses (e.g., waste management, utilities ) to multiple cost centers
	2
	
	
	
	
	

	1.2.32 
	Ability to automatically check for duplicate payments/invoices
	1
	
	
	
	
	

	1.2.33 
	Ability to reverse incorrectly-coded requisition, PO, or invoice and re-apply correct coding, generating all necessary accounting entries to create a full audit trail
	1
	
	
	
	
	

	1.2.34 
	Ability to identify vendors that owe money prior to check printing
	1
	
	
	
	
	

	1.2.35 
	Ability to cross-reference a reissued check with a previously voided check
	1
	
	
	
	
	

	1.2.36 
	Ability to support reconciliation between accounts payable and purchasing
	1
	
	
	
	
	

	1.2.37 
	Ability to store purchasing documents (e.g., invoice) in electronic format and access them directly from the vendor master, specific purchase order, or by drilling down through payment accounts
	1
	
	
	
	
	

	1.2.38 
	Ability to automatically notify designated users of payroll payments
	1
	
	
	
	
	

	1.2.39 
	Ability to automatically add new purchases to the fixed/intangible asset master file
	1
	
	
	
	
	

	1.3 
	Payment Card (P-Card)/Expense Reports
	
	
	
	
	
	

	1.3.1 
	Ability to import raw transaction data from corporate credit card bank to accounts payable, aggregating cards to one master account
	1
	
	
	
	
	

	1.3.2 
	Ability to link PCard transactions to authorized PCard vendor list
	1
	
	
	
	
	

	1.3.3 
	Ability to allow users to code raw transaction data including:
	
	
	
	
	
	

	1.3.3.1 
	Organizational unit
	1
	
	
	
	
	

	1.3.3.2 
	Expense type
	1
	
	
	
	
	

	1.3.3.3 
	Purpose
	1
	
	
	
	
	

	1.3.3.4 
	Description
	1
	
	
	
	
	

	1.3.3.5 
	Project grant/program
	1
	
	
	
	
	

	1.3.4 
	Ability to automatically allocate expenses by:
	
	
	
	
	
	

	1.3.4.1 
	Percentage (e.g., 40% to one account, 60% to another)
	1
	
	
	
	
	

	1.3.4.2 
	Expense type
	1
	
	
	
	
	

	1.3.5 
	Ability to automate reconciliation process, including approvals
	1
	
	
	
	
	

	1.3.6 
	Ability to automate entire expense report submission and approval process using workflow
	1
	
	
	
	
	

	1.3.7 
	Ability to automate entire expense report submission and approval process using workflow
	1
	
	
	
	
	

	2 
	Materials Management/Inventory Control
	
	
	
	
	
	

	2.1 
	Item Master 
	
	
	
	
	
	

	2.1.1 
	Ability to capture item master data, including: 
	
	
	
	
	
	

	2.1.1.1 
	Vendor(s)
	1
	
	
	
	
	

	2.1.1.2 
	Description over 40 characters; 55 preferable)
	1
	
	
	
	
	

	2.1.1.3 
	Multiple aliases 
	1
	
	
	
	
	

	2.1.1.4 
	Item class
	1
	
	
	
	
	

	2.1.1.5 
	Unit of measure 
	1
	
	
	
	
	

	2.1.1.6 
	Order unit of measure price
	1
	
	
	
	
	

	2.1.1.7 
	Distributing unit of measure price
	1
	
	
	
	
	

	2.1.1.8 
	Markup percentage
	1
	
	
	
	
	

	2.1.1.9 
	Standard percentage discount
	1
	
	
	
	
	

	2.1.1.10 
	Charge description
	1
	
	
	
	
	

	2.1.1.11 
	Quantity (various units of measures)
	1
	
	
	
	
	

	2.1.1.12 
	Product user group (e.g., emergency room)
	1
	
	
	
	
	

	2.1.1.13 
	Location (multiple locations)
	1
	
	
	
	
	

	2.1.1.14 
	Lot number
	1
	
	
	
	
	

	2.1.1.15 
	Serial number
	1
	
	
	
	
	

	2.1.1.16 
	Manufacturer part number
	1
	
	
	
	
	

	2.1.1.17 
	Vendor catalog number
	1
	
	
	
	
	

	2.1.1.18 
	Expiration
	1
	
	
	
	
	

	2.1.1.19 
	Status (e.g., discontinued, no re-order)
	1
	
	
	
	
	

	2.1.1.20 
	Last receipt date
	1
	
	
	
	
	

	2.1.1.21 
	Last issued date
	1
	
	
	
	
	

	2.1.1.22 
	User-defined flags (e.g., hazardous materials, temperature sensitive)
	1
	
	
	
	
	

	2.1.1.23 
	Product category
	1
	
	
	
	
	

	2.1.1.24 
	Other user-defined fields
	1
	
	
	
	
	

	2.1.2 
	Ability to reconcile item master pricing with ANSI 832 transactions
	1
	
	
	
	
	

	2.1.3 
	Ability to perform a search for products by:
	
	
	
	
	
	

	2.1.3.1 
	Purchase order number
	1
	
	
	
	
	

	2.1.3.2 
	Manufacturer number
	1
	
	
	
	
	

	2.1.3.3 
	Company name
	1
	
	
	
	
	

	2.1.3.4 
	Product number
	1
	
	
	
	
	

	2.1.3.5 
	Hospital stock number
	1
	
	
	
	
	

	2.1.3.6 
	Product name
	1
	
	
	
	
	

	2.1.3.7 
	Common name/alias
	1
	
	
	
	
	

	2.1.4 
	Ability to notify product users that a product is or will no longer be available or a new/alternate product exists
	1
	
	
	
	
	

	2.1.5 
	Ability to notify product users of temporary alternatives in the event of back orders, recalls or similar events
	1
	
	
	
	
	

	2.1.6 
	Ability to notify product users of product price change beyond a user-defined threshold (e.g., price, percentage)
	1
	
	
	
	
	

	2.1.7 
	Ability to make par-level recommendations for departments and end users
	1
	
	
	
	
	

	2.1.8 
	Ability to include or reference item images within each item record
	2
	
	
	
	
	

	2.1.9 
	Ability to attach a Material Safety Data sheet for hazardous stock items
	1
	
	
	
	
	

	2.2 
	Warehouse Requisitioning 
	
	
	
	
	
	

	2.2.1 
	Ability to support and maintain internal online catalogs, including distribution units of measure (UOM)
	1
	
	
	
	
	

	2.2.2 
	Ability to build a “formulary” of approved supplies by location 
	1
	
	
	
	
	

	2.2.3 
	Ability to prevent or flag requisitioning of unapproved supplies 
	1
	
	
	
	
	

	2.2.4 
	Ability to support an “inquire only” item look-up for requisitioners (e.g., to locate catalog number, pricing, and manufacturer)
	1
	
	
	
	
	

	2.2.5 
	Ability to standardize requisitions for items (e.g., via validation business rules, drop-down lists, auto fill-in)
	1
	
	
	
	
	

	2.2.6 
	Ability to display item costs to the requisitioner
	2
	
	
	
	
	

	2.2.7 
	Ability to prevent users from ordering inactive items
	1
	
	
	
	
	

	2.2.8 
	Ability to alert requestors to quantity ranges that are exceptions to unit of measure business rules
	1
	
	
	
	
	

	2.2.9 
	Ability to support requisitioning by Nursing to a third-party inventory control system (e.g., Pharmacy) for floorstock and special medications
	1
	
	
	
	
	

	2.2.10 
	Ability to capture patient identifying information for requisitioned items
	2
	
	
	
	
	

	2.2.11 
	Ability to automatically route via workflow requisitions for approval based on dollar thresholds 
	2
	
	
	
	
	

	2.2.12 
	Ability for users to view requisition status (e.g., PO approval, backorders)
	1
	
	
	
	
	

	2.2.13 
	Ability to prevent overstocks (via par level or otherwise)
	1
	
	
	
	
	

	2.3 
	Inventory Control
	
	
	
	
	
	

	2.3.1 
	Ability to support multiple inventory locations to facilitate low unit of measure (LUOM) locations
	1
	
	
	
	
	

	2.3.2 
	Ability to identify primary and secondary vendors for a product
	1
	
	
	
	
	

	2.3.3 
	Ability to support stratification of inventory by product categories (e.g., medical/surgical supplies, DME, office supplies, radiology film)
	1
	
	
	
	
	

	2.3.4 
	Ability to designate inventory items as A-B-C to support inventory control management (e.g., physical counts)
	1
	
	
	
	
	

	2.3.5 
	Ability to prioritize requestors for dividing stock when quantity on hand is insufficient
	1
	
	
	
	
	

	2.3.6 
	Ability to prioritize previous partially received orders  to be filled by newly received inventory items 
	1
	
	
	
	
	

	2.3.7 
	Ability to support on-demand cycle counts 
	1
	
	
	
	
	

	2.3.8 
	Ability to utilize alternative valuation methods, including:
	
	
	
	
	
	

	2.3.8.1 
	LIFO
	1
	
	
	
	
	

	2.3.8.2 
	FIFO
	1
	
	
	
	
	

	2.3.8.3 
	Weighted average
	1
	
	
	
	
	

	2.3.9 
	Ability to optimizing par levels based on:
	
	
	
	
	
	

	2.3.9.1 
	Minimum stock count 
	1
	
	
	
	
	

	2.3.9.2 
	Usage (including rolling averages)
	1
	
	
	
	
	

	2.3.9.3 
	Economic order quantities
	1
	
	
	
	
	

	2.3.10 
	Ability to identify items not par leveled that are presently special ordered
	1
	
	
	
	
	

	2.3.11 
	Ability to calculate reorder schedules based on par levels and automatically reorder inventory items without specifying a vendor
	1
	
	
	
	
	

	2.3.12 
	Ability to track inventory items:
	
	
	
	
	
	

	2.3.12.1 
	Biological implant-related inventory
	2
	
	
	
	
	

	2.3.12.2 
	Consignment items used 
	2
	
	
	
	
	

	2.3.13 
	Ability to exclude outliers when calculating historical usage
	1
	
	
	
	
	

	2.3.14 
	Ability to calculate product category inventory turn ratios by:
	
	
	
	
	
	

	2.3.14.1 
	Economic order quantity (EOQ)
	1
	
	
	
	
	

	2.3.14.2 
	Re-order point (ROP)
	1
	
	
	
	
	

	2.3.14.3 
	Minimum
	1
	
	
	
	
	

	2.3.14.4 
	Maximum
	1
	
	
	
	
	

	2.3.14.5 
	Safety stock
	1
	
	
	
	
	

	2.3.15 
	Ability to report on productivity measures, including:
	
	
	
	
	
	

	2.3.15.1 
	Errors in filling orders
	1
	
	
	
	
	

	2.3.15.2 
	Number of lines filled by warehouse employee
	1
	
	
	
	
	

	2.3.15.3 
	Lines filled per hour
	1
	
	
	
	
	

	2.3.15.4 
	Fill rates by location
	1
	
	
	
	
	

	2.3.16 
	Ability to reconcile physical inventory with system inventory and produce an exception report
	1
	
	
	
	
	

	2.3.17 
	Ability to make adjustments to inventory for lost, found, obsolete, expired, or damaged stock 
	1
	
	
	
	
	

	2.3.18 
	Ability to accept returns to stock and track: 
	
	
	
	
	
	

	2.3.18.1 
	Individual returning the item
	2
	
	
	
	
	

	2.3.18.2 
	Reason for return
	2
	
	
	
	
	

	2.3.19 
	Ability to reverse original account coding for returned inventory items
	2
	
	
	
	
	

	2.3.20 
	Ability to support the process to reconcile patient charge items and charge patients for supply use
	1
	
	
	
	
	

	2.3.21 
	Ability to support mobile materials management (e.g., handheld devices, bar coding, RFID) for scanning inventory, transmitting orders, viewing par levels and orders, etc. 
	1
	
	
	
	
	

	2.4 
	Receiving
	
	
	
	
	
	

	2.4.1 
	Ability to document goods received in error, not aligned with the goods ordered or the goods identified on the packing slip
	1
	
	
	
	
	

	2.4.2 
	Ability to match the packing slip to the purchase order to the physical inventory count
	1
	
	
	
	
	

	2.4.3 
	Ability to record and document discrepancies (e.g., overshipments or undershipments) between ordered and received items
	1
	
	
	
	
	

	2.4.4 
	Ability to require administrative review and approval for shipments received in error 
	1
	
	
	
	
	

	2.4.5 
	Ability to track items received with no receipt
	1
	
	
	
	
	

	2.4.6 
	Ability to track partial shipments received in fractions or by a different unit of measure than the one ordered
	2
	
	
	
	
	

	2.4.7 
	Ability to designate receipt to occur at any location to preserve the accuracy of the inventory in each area
	2
	
	
	
	
	

	2.4.8 
	Ability to prevent receiving if the item has no price
	2
	
	
	
	
	

	2.4.9 
	Ability to prevent altering purchase order details at the individual or department level
	1
	
	
	
	
	

	2.4.10 
	Ability to batch receive a purchase order
	1
	
	
	
	
	

	2.4.11 
	Ability to support mobile materials management (e.g., handheld devices, bar coding, RFID) for receiving inventory
	1
	
	
	
	
	

	3 
	Purchasing 
	
	
	
	
	
	

	3.1 
	Ability to support “non-receipt” purchase orders (i.e., service related orders)
	2
	
	
	
	
	

	3.2 
	Ability to support purchase orders from an online vendor catalog and provide ability to specify the following: 
	
	
	
	
	
	

	3.2.1 
	Minimum order amount per contract
	2
	
	
	
	
	

	3.2.2 
	Unit cost per contract
	2
	
	
	
	
	

	3.3 
	Ability to support departments in ordering non-stock items
	2
	
	
	
	
	

	3.4 
	Ability to support different units of measure for purchasing, receiving, storage, and distribution
	2
	
	
	
	
	

	3.5 
	Ability to set employee purchase limits 
	2
	
	
	
	
	

	3.6 
	Ability to set financing source purchase limits (including blanket purchase orders)
	2
	
	
	
	
	

	3.7 
	Ability to limit purchasing authority for specific goods (e.g., non-pharmacy staff buying pharmaceutical items) and services to designated individuals 
	1
	
	
	
	
	

	3.8 
	Ability to alert users to minimum order quantities or dollar amounts
	2
	
	
	
	
	

	3.9 
	Ability to flag requested items covered under a purchase contract 
	2
	
	
	
	
	

	3.10 
	Ability to identify orders that exceed user-defined parameters, including order quantities in excess of historical trends
	1
	
	
	
	
	

	3.11 
	Ability to accommodate free-form text for capital equipment orders 
	2
	
	
	
	
	

	3.12 
	Ability to automatically generate a single purchase order consolidating multiple departments’ requisitions and separately charge line items to ordering departments 
	1
	
	
	
	
	

	3.13 
	Ability to create consolidated purchase orders and separately charge line items to ordering departments 
	1
	
	
	
	
	

	3.14 
	Ability to support ordering and receiving in totes (pre-packaged containers) from vendors such that orders can be easily distributed to ordering departments, eliminating the need to receive, check-in, stock, and pick 
	2
	
	
	
	
	

	3.15 
	Ability to maintain discrete line item identities in mass purchases (e.g., individual serial numbers for a computer bulk purchase)
	2
	
	
	
	
	

	3.16 
	Ability to specify payment terms on an item by item basis
	1
	
	
	
	
	

	3.17 
	Ability to designate shipping instructions by line item 
	2
	
	
	
	
	

	3.18 
	Ability to incorporate MIHS terms and conditions on a purchase order 
	2
	
	
	
	
	

	3.19 
	Ability to automatically route via workflow requisitions for approval based on dollar thresholds
	2
	
	
	
	
	

	3.20 
	Ability to customize printed purchase orders
	1
	
	
	
	
	

	3.21 
	Ability to automatically route via workflow price item increases review and approval
	2
	
	
	
	
	

	3.22 
	Ability to place holds on purchase orders that will exceed associated budgets
	2
	
	
	
	
	

	3.23 
	Ability to update an active purchase order with additional approved requisitions
	2
	
	
	
	
	

	3.24 
	Ability to automatically use substitute items when a primary item ordered is not available
	2
	
	
	
	
	

	3.25 
	Ability to optionally cancel order of line items indicated as back-ordered
	2
	
	
	
	
	

	3.26 
	Ability to notify requisition originator of changes in PO status 
	2
	
	
	
	
	

	3.27 
	Ability to support discounts on purchase orders
	2
	
	
	
	
	

	3.28 
	Ability to support credits, exchanges, refunds, returns for repairs using the same purchase order number
	2
	
	
	
	
	

	3.29 
	Ability to support amendments when the supplier sends the wrong item, without creating a new purchase order
	2
	
	
	
	
	

	3.30 
	Ability to track ordering department
	2
	
	
	
	
	

	3.31 
	Ability to track spending by vendor 
	1
	
	
	
	
	

	3.32 
	Ability to track faxed transmission orders to non-EDI suppliers
	2
	
	
	
	
	

	3.33 
	Ability to order electronically from suppliers using the full range of EDI transaction sets and receive confirmation
	2
	
	
	
	
	

	3.34 
	Ability to identify price variances during order confirmation with a vendor so that discrepancies may be investigated before order is approved
	2
	
	
	
	
	

	3.35 
	Ability to provide vendor self-service features to inquire online regarding purchase order status
	2
	
	
	
	
	

	3.36 
	Ability to support blanket purchase orders 
	2
	
	
	
	
	

	3.37 
	Ability to use a task order to draw down a purchase order
	2
	
	
	
	
	

	3.38 
	Ability to notify users of blanket purchase orders due to expire within a user-definable timeframe
	2
	
	
	
	
	

	3.39 
	Ability to support the use of our warehouse as safety stock 
	2
	
	
	
	
	

	3.40 
	Ability to generate requisitions via handheld devices
	2
	
	
	
	
	

	3.41 
	Ability to invoice multiple cost centers for batched purchase orders
	1
	
	
	
	
	

	3.42 
	Ability to perform a bid analysis by comparing prices across all vendors for a product or products
	2
	
	
	
	
	

	4 
	Reporting 
	
	
	
	
	
	

	4.1 
	Accounts Payable Reporting
	
	
	
	
	
	

	4.1.1 
	Ability to support IRS 1099 reporting
	1
	
	
	
	
	

	4.1.2 
	Ability to automatically exclude some payments from 1099 (e.g., expense payments to Board members)
	2
	
	
	
	
	

	4.1.3 
	Ability to report expenditures by multiple fiscal years, including:
	
	
	
	
	
	

	4.1.3.1 
	Calendar year
	1
	
	
	
	
	

	4.1.3.2 
	Budget year
	1
	
	
	
	
	

	4.1.3.3 
	Grant, program, or project fiscal year and inception to date
	1
	
	
	
	
	

	4.1.3.4 
	Portions of a fiscal year (e.g., monthly, quarterly)
	1
	
	
	
	
	

	4.1.3.5 
	User-definable fiscal years
	1
	
	
	
	
	

	4.1.4 
	Ability to Provide on line Bank Reconciliation
	1
	
	
	
	
	

	4.1.5 
	Ability to Provide Month End Balancing for AP Liability Accounts Reports
	1
	
	
	
	
	

	4.1.6 
	Provide Automatic month end Close Reset New Month
	1
	
	
	
	
	

	4.1.7 
	Provide Month End AP Aged Trial Balance Report
	1
	
	
	
	
	

	4.1.8 
	Provide Exception Aged Report
	1
	
	
	
	
	

	4.1.9 
	Ability to Provide Employee Productivity Report
	1
	
	
	
	
	

	4.1.10 
	Ability to comply with regulatory requirements (e.g., DNV-Det Norskey Veritas)
	1
	
	
	
	
	

	4.1.11 
	Ability to interface journal entries to an external General Ledger (STAR at this time) in the required format for that G/L in whatever timeframes desire (e.g. daily, weekly, monthly)
	1
	
	
	
	
	

	4.2 
	Materials Management/Inventory Control Reporting
	
	
	
	
	
	

	4.2.1 
	Ability to generate warehouse item master reports by: 
	
	
	
	
	
	

	4.2.1.1 
	Item
	1
	
	
	
	
	

	4.2.1.2 
	Location
	1
	
	
	
	
	

	4.2.1.3 
	Quantity on hand
	1
	
	
	
	
	

	4.2.1.4 
	Dispensing UOM
	1
	
	
	
	
	

	4.2.1.5 
	Dispensing price
	1
	
	
	
	
	

	4.2.1.6 
	Order UOM
	1
	
	
	
	
	

	4.2.1.7 
	Historical usage by a defined period
	1
	
	
	
	
	

	4.2.1.8 
	Subject to expiration (Y/N)
	1
	
	
	
	
	

	4.2.2 
	Ability to track and report warehouse items on order by: 
	
	
	
	
	
	

	4.2.2.1 
	Item
	1
	
	
	
	
	

	4.2.2.2 
	Item description
	1
	
	
	
	
	

	4.2.2.3 
	Dispensing UOM
	1
	
	
	
	
	

	4.2.2.4 
	Current quantity on hand
	1
	
	
	
	
	

	4.2.2.5 
	Quantity on order
	1
	
	
	
	
	

	4.2.2.6 
	Quantity received
	1
	
	
	
	
	

	4.2.2.7 
	Re-order point
	1
	
	
	
	
	

	4.2.2.8 
	Re-order quantity
	1
	
	
	
	
	

	4.2.2.9 
	PO number
	1
	
	
	
	
	

	4.2.2.10 
	PO date
	1
	
	
	
	
	

	4.2.2.11 
	Vendor name
	1
	
	
	
	
	

	4.2.3 
	Ability to track and report workload factors, including:
	
	
	
	
	
	

	4.2.3.1 
	Lines per hour received
	1
	
	
	
	
	

	4.2.3.2 
	Lines picked per employee by user-defined time period
	1
	
	
	
	
	

	4.2.3.3 
	Lines delivered per employee by user-defined time period
	1
	
	
	
	
	

	4.2.4 
	Ability to track and report delivery times, including:
	
	
	
	
	
	

	4.2.4.1 
	Time required to deliver requisitions
	1
	
	
	
	
	

	4.2.4.2 
	Stat orders
	1
	
	
	
	
	

	4.2.5 
	Ability to track and report physical inventory information by: 
	
	
	
	
	
	

	4.2.5.1 
	Item number
	1
	
	
	
	
	

	4.2.5.2 
	Description
	1
	
	
	
	
	

	4.2.5.3 
	System quantity
	1
	
	
	
	
	

	4.2.5.4 
	Physical count
	1
	
	
	
	
	

	4.2.5.5 
	Deltas
	1
	
	
	
	
	

	4.2.5.6 
	Cost (unit, adjusted, on-hand, other)
	1
	
	
	
	
	

	4.2.5.7 
	Other physical adjustment data as appropriate
	1
	
	
	
	
	

	4.2.6 
	Ability to generate the following reports:
	
	
	
	
	
	

	4.2.6.1 
	Cycle count 
	1
	
	
	
	
	

	4.2.6.2 
	Inventory adjustment
	1
	
	
	
	
	

	4.2.6.3 
	Anticipated auto reorder (for items in queue to be automatically reordered based on business rules or parameters)
	1
	
	
	
	
	

	4.2.6.4 
	ABC analysis 
	1
	
	
	
	
	

	4.2.6.5 
	Inventory value on hand by location, category, type, etc.
	1
	
	
	
	
	

	4.2.6.6 
	Department fill rate 
	1
	
	
	
	
	

	4.2.6.7 
	Inventory issue 
	1
	
	
	
	
	

	4.2.6.8 
	Stock status 
	1
	
	
	
	
	

	4.2.6.9 
	Inventory (stock and non-stock) expense reports by department, category, date range, month, etc.
	1
	
	
	
	
	

	4.2.6.10 
	Recommended par level for warehouse, customer supply points
	1
	
	
	
	
	

	4.2.6.11 
	Inventory turnover 
	1
	
	
	
	
	

	4.3 
	Purchasing Reporting
	
	
	
	
	
	

	4.3.1 
	Ability to generate back order reports by:
	
	
	
	
	
	

	4.3.1.1 
	Item
	1
	
	
	
	
	

	4.3.1.2 
	Purchase order
	1
	
	
	
	
	

	4.3.1.3 
	Quantity
	1
	
	
	
	
	

	4.3.1.4 
	Vendor
	1
	
	
	
	
	

	4.3.1.5 
	Buyer
	1
	
	
	
	
	

	4.3.2 
	Ability to generate accrual reports by:
	
	
	
	
	
	

	4.3.2.1 
	Item
	1
	
	
	
	
	

	4.3.2.2 
	Purchase order
	1
	
	
	
	
	

	4.3.2.3 
	Quantity
	1
	
	
	
	
	

	4.3.2.4 
	Vendor
	1
	
	
	
	
	

	4.3.2.5 
	Buyer
	1
	
	
	
	
	

	4.3.3 
	Ability to generate invoice discrepancy reports by:
	
	
	
	
	
	

	4.3.3.1 
	Price
	1
	
	
	
	
	

	4.3.3.2 
	Vendor
	1
	
	
	
	
	

	4.3.3.3 
	Purchase order
	1
	
	
	
	
	

	4.3.3.4 
	Item
	1
	
	
	
	
	

	4.3.3.5 
	Quantity
	1
	
	
	
	
	

	4.3.3.6 
	Receipt
	1
	
	
	
	
	

	4.3.3.7 
	Buyer
	1
	
	
	
	
	

	4.3.4 
	Ability to generate vendor performance reports by:
	
	
	
	
	
	

	4.3.4.1 
	Delivery times
	1
	
	
	
	
	

	4.3.4.2 
	Discrepancies
	1
	
	
	
	
	

	4.3.4.3 
	Fill rates
	1
	
	
	
	
	

	4.3.5 
	Ability to generate utilization reports by:
	
	
	
	
	
	

	4.3.5.1 
	Date(s)
	1
	
	
	
	
	

	4.3.5.2 
	Department
	1
	
	
	
	
	

	4.3.5.3 
	Category
	1
	
	
	
	
	

	4.3.5.4 
	Vendor
	1
	
	
	
	
	

	4.3.5.5 
	Item
	1
	
	
	
	
	

	4.3.6 
	Ability to generate purchase order history reports by:
	
	
	
	
	
	

	4.3.6.1 
	Buyer
	1
	
	
	
	
	

	4.3.6.2 
	Product
	1
	
	
	
	
	

	4.3.6.3 
	Vendor
	1
	
	
	
	
	

	4.3.6.4 
	Item
	1
	
	
	
	
	

	4.3.6.5 
	PO Order type (e.g., EDI, fax)
	1
	
	
	
	
	

	4.3.7 
	Ability to generate report on key workload factors/performance indicators, including:
	
	
	
	
	
	

	4.3.8 
	POs by buyer
	1
	
	
	
	
	

	4.3.9 
	PO accuracy (zero dollar POs, wrong quantity)
	1
	
	
	
	
	

	4.3.10 
	Expedite PO report
	1
	
	
	
	
	

	4.3.11 
	Ability to generate item catalog reports, including the following item data:
	
	
	
	
	
	

	4.3.12 
	Number description
	1
	
	
	
	
	

	4.3.13 
	Ordering UOM
	1
	
	
	
	
	

	4.3.14 
	Dispensing UOM
	1
	
	
	
	
	

	4.3.15 
	Vendor number
	1
	
	
	
	
	

	4.3.16 
	Manufacturing data
	1
	
	
	
	
	

	4.3.17 
	Ability to generate a capital receipt report: weekly, monthly, yearly
	1
	
	
	
	
	

	4.3.18 
	Ability to generate a contract expiration report
	1
	
	
	
	
	

	4.3.19 
	Ability to generate an item by contract report to identify contract item linked to and contract expiration
	1
	
	
	
	
	

	4.3.20 
	Ability to generate a non-receipt PO report
	1
	
	
	
	
	

	5 
	Dashboards 
	
	
	
	
	
	

	5.1 
	Ability to support real-time dashboard data
	1
	
	
	
	
	

	5.2 
	Ability to support personalized dashboards by user and user role
	1
	
	
	
	
	

	5.3 
	Ability to support a variety of chart types (e.g., pie, line, bar) 
	1
	
	
	
	
	

	5.4 
	Ability to easily move from one chart type to another
	1
	
	
	
	
	

	5.5 
	Ability to provide user options for color-coding display to highlight statistics outside of pre-defined ranges or thresholds
	1
	
	
	
	
	

	5.6 
	Ability to provide drill down capability from the executive any dashboard
	1
	
	
	
	
	

	5.7 
	Ability to produce reports from executive dashboard metrics and share with others
	1
	
	
	
	
	

	5.8 
	Ability for end users to easily create ad hoc reports
	1
	
	
	
	
	

	5.9 
	Ability to distribute reports electronically
	1
	
	
	
	
	

	5.10 
	Ability to create automatic alert notifications for  deviations from established standards
	1
	
	
	
	
	

	TECHNICAL REQUIREMENTS

	6 
	Application Architecture 
	
	
	
	
	
	

	6.1 
	Ability to meet HIPAA compliance requirements
	1
	
	
	
	
	

	6.2 
	Ability to support Windows OLE
	2
	
	
	
	
	

	6.3 
	Ability to provide built-in, rules-driven controls and prompts to help ensure system/process integrity
	2
	
	
	
	
	

	6.4 
	Ability to allow technical staff to design and create views, stored procedures, and functions within the database
	1
	
	
	
	
	

	6.5 
	Ability to provide full recovery and restart capabilities following task failure, system failure, or detection of data error to maintain process/workflow integrity
	1
	
	
	
	
	

	6.6 
	Ability to classify errors (e.g., critical, major, minor) 
	2
	
	
	
	
	

	6.7 
	Ability to customize text of error messages
	2
	
	
	
	
	

	6.8 
	Ability to bypass errors depending on user permission level
	2
	
	
	
	
	

	6.9 
	Ability to support multiple languages (List all languages in comments)
	2
	
	
	
	
	

	7 
	Interfaces 
	
	
	
	
	
	

	7.1 
	Ability to comply with the HL7 interface standard (Identify HL7 version number and supported transaction types in comments)
	1
	
	
	
	
	

	7.2 
	
	
	
	
	
	
	

	7.3 
	Ability to exchange information with other systems using XML
	1
	
	
	
	
	

	7.4 
	Ability to interface to the following MIHS systems:
	
	
	
	
	
	

	7.4.1 
	MedAssets Connect for EDI supply chain transactions (i.e., POs, invoices, catalogs, etc.)
	1
	
	
	
	
	

	7.4.2 
	CareFusion’s Pyxis for pharmacy data
	1
	
	
	
	
	

	7.4.3 
	Epic Systems’ EAP for charge master data linking to item master 
	2
	
	
	
	
	

	7.4.4 
	Epic Systems’ EpiCare for clinical and revenue data and patient accounting data 
	1
	
	
	
	
	

	7.4.5 
	McKesson STAR for General Ledger data and employee demographics.
	
	
	
	
	
	

	7.4.6 
	ProLucent’s Vendor Management System for agency staffing 
	2
	
	
	
	
	

	7.4.7 
	Ability to interface with other systems (list in comments)
	2
	
	
	
	
	

	8 
	Security
	
	
	
	
	
	

	8.1 
	Ability to support group permissions in Active Directory (groups and general security roles)
	2
	
	
	
	
	

	8.2 
	Ability to support LDAP authentication with Microsoft
	1
	
	
	
	
	

	8.3 
	Ability to meet with PCI security standards
	2
	
	
	
	
	

	8.4 
	Ability to comply with Red Flag requirements
	2
	
	
	
	
	

	8.5 
	Ability to support secure communications utilizing TLS, SSL, or HTTPS for internet-based transactions (e.g., eRecruit, Self Service) 
	1
	
	
	
	
	

	8.6 
	Encryption standards for data in motion must comply with FIPS 140-2 and should include standards described in NIST Special Publication 800-52
	1
	
	
	
	
	

	8.7 
	Encryption standards for data at rest outside of MIHS secured data center must be consistent with NIST Special Publication 800-111
	1
	
	
	
	
	

	8.8 
	Electronic media that contains MIHS data must be destroyed using methods defined in NIST Special Publication 800-88
	1
	
	
	
	
	

	8.9 
	Ability to support single sign-on capabilities across all modules
	1
	
	
	
	
	

	8.10 
	Ability to specify the number of simultaneous login sessions for individual users
	2
	
	
	
	
	

	8.11 
	Ability to set user lock out after a specified number of unsuccessful sign-on attempts
	1
	
	
	
	
	

	8.12 
	Ability to allow the security administrator to add, modify, and delete passwords online in real time
	1
	
	
	
	
	

	8.13 
	Ability to support the requirement for users to periodically change passwords on a client-defined schedule
	1
	
	
	
	
	

	8.14 
	Ability to control individual and group access at the following levels:
	
	
	
	
	
	

	8.14.1 
	System
	1
	
	
	
	
	

	8.14.2 
	Business (organizational)
	1
	
	
	
	
	

	8.14.3 
	Function/role
	1
	
	
	
	
	

	8.14.4 
	Position
	2
	
	
	
	
	

	8.14.5 
	Module (if modular architecture)
	2
	
	
	
	
	

	8.14.6 
	Report
	2
	
	
	
	
	

	8.14.7 
	Screen 
	2
	
	
	
	
	

	8.14.8 
	Field 
	2
	
	
	
	
	

	8.14.9 
	Other (e.g., supervisory relationships)
	2
	
	
	
	
	

	8.15 
	Ability to change security levels/features with little to no knowledge of programming languages or nuanced operating system commands
	2
	
	
	
	
	

	8.16 
	Ability to prevent certain users from modifying or viewing selected fields
	1
	
	
	
	
	

	8.17 
	Ability to selectively encrypt system fields
	2
	
	
	
	
	

	8.18 
	Ability to provide an audit trail by marking all transactions (dollar and non-dollar) with an employee identifier, date entered, time entered, and original and new transaction data
	1
	
	
	
	
	

	8.19 
	Ability to log all changes and deletions to selected tables (or files) with ID and date/time
	1
	
	
	
	
	

	9 
	System Administration and Configuration  
	
	
	
	
	
	

	9.1 
	Ability to meet ADA compliance requirements per Section 508 accessibility requirements
	1
	
	
	
	
	

	9.2 
	Ability to assign users to one or many roles or groups
	2
	
	
	
	
	

	9.3 
	Able to log out an inactive user after an administrator-specified period of time
	1
	
	
	
	
	

	9.4 
	Ability to selectively log out users by:
	
	
	
	
	
	

	9.4.1 
	Employee group
	2
	
	
	
	
	

	9.4.2 
	Location
	2
	
	
	
	
	

	9.5 
	Ability to provide a consistent user interface (screen/window layout, use of function keys/special icons, etc.) within and between all application modules
	2
	
	
	
	
	

	9.6 
	Ability to conform to Microsoft Windows specifications for online windows and navigation, including the ability to jump between screens and applications, and support upper and lower case characters and special characters
	2
	
	
	
	
	

	9.7 
	Ability to supports Windows OLE, including:
	
	
	
	
	
	

	9.7.1 
	Attachment of standard object types
	2
	
	
	
	
	

	9.7.2 
	Cut and paste capability from all data screens
	2
	
	
	
	
	

	9.7.3 
	Cut and paste capability to all data fields
	2
	
	
	
	
	

	9.8 
	Ability to provide free-form text fields (comments) throughout the application
	2
	
	
	
	
	

	9.9 
	Ability to view comments online and in reports
	2
	
	
	
	
	

	9.10 
	Ability to reference attached documents stored within the system
	1
	
	
	
	
	

	9.11 
	Ability to open linked documents stored external to the system on a network folder
	2
	
	
	
	
	

	9.12 
	Ability to provide user-defined fields, including:
	
	
	
	
	
	

	9.12.1 
	Fields
	2
	
	
	
	
	

	9.12.2 
	Screens
	2
	
	
	
	
	

	9.12.3 
	Reports
	2
	
	
	
	
	

	9.12.4 
	Tables
	2
	
	
	
	
	

	9.12.5 
	Views
	2
	
	
	
	
	

	9.13 
	Ability to support multiple user-defined fields for:
	
	
	
	
	
	

	9.13.1 
	Alphanumeric text
	2
	
	
	
	
	

	9.13.2 
	Dates
	2
	
	
	
	
	

	9.13.3 
	Logical data (yes/no)
	2
	
	
	
	
	

	9.13.4 
	Look-up
	2
	
	
	
	
	

	9.14 
	Ability to modify field labels with appropriate security
	2
	
	
	
	
	

	9.15 
	Ability to change values in look up tables with appropriate security
	2
	
	
	
	
	

	9.16 
	Ability to “drill down” from summary data to the detailed transaction level or lowest level of database detail 
	2
	
	
	
	
	

	9.17 
	Ability to provide built-in rules-driven controls and prompts to facilitate standard data entry and system/process integrity
	2
	
	
	
	
	

	9.18 
	Ability to clearly identify and alert user to all input errors through descriptive error messages
	2
	
	
	
	
	

	9.19 
	Ability to easily configure business rules (i.e., allows non-technical business owners to configure business rules)
	2
	
	
	
	
	

	9.20 
	Ability to manage business rules
	1
	
	
	
	
	

	9.21 
	Ability to allow batch processing while the system remains online
	2
	
	
	
	
	

	9.22 
	Ability to schedule recurring batch jobs
	1
	
	
	
	
	

	9.23 
	Ability to schedule batch processing and report processing during non-peak hours
	2
	
	
	
	
	

	9.24 
	Ability to track and log system activities
	1
	
	
	
	
	

	9.25 
	Ability to track and log system activities by user (e.g., system navigation, data entry)
	1
	
	
	
	
	

	9.26 
	Ability to automate service pack processing 
	2
	
	
	
	
	

	10 
	System Documentation 
	
	
	
	
	
	

	10.1 
	Ability to offer online help at the system, function, screen, and field level
	1
	
	
	
	
	

	10.2 
	Ability to make online help easily modified by authorized users
	2
	
	
	
	
	

	10.3 
	Ability to upload user documentation (e.g., system utility guides, operation guides for specialized devices)
	2
	
	
	
	
	

	10.4 
	Ability to provide online system administration documentation (e.g., procedures for job flows and job descriptions, system security, backup and recovery, system monitoring, database management)
	2
	
	
	
	
	

	10.5 
	Ability to provide online user documentation (e.g., procedure manuals, command reference manuals, system message guides)
	1
	
	
	
	
	

	10.6 
	Ability to index and search user documentation 
	1
	
	
	
	
	

	10.7 
	Ability to provide application design documentation (e.g., meta-data, ERD)
	1
	
	
	
	
	

	11 
	Workflow and Notifications
	
	
	
	
	
	

	11.1 
	Ability to develop custom workflow for any business process
	1
	
	
	
	
	

	11.2 
	Ability to include outside parties (e.g., contractors) in workflow
	2
	
	
	
	
	

	11.3 
	Ability to allow users to designate themselves as unavailable for workflow purposes
	2
	
	
	
	
	

	11.4 
	Ability to automatically re-route workflow and notify workflow participants if certain criteria exist (e.g., recipient is out of office/unavailable, no action is taken within a specified period of time)
	2
	
	
	
	
	

	11.5 
	Ability to allow authorized designees to perform specific workflow actions (e.g., approving a requisition)
	1
	
	
	
	
	

	11.6 
	Ability to initiate workflow from data from scanned documents (e.g., invoices) 
	2
	
	
	
	
	

	11.7 
	Ability to support electronic signatures (e.g., checks, contracts)
	1
	
	
	
	
	

	11.8 
	Ability to generate automatic emails that are customizable
	1
	
	
	
	
	

	11.9 
	Ability to generate automatic alerts based on custom business rules
	1
	
	
	
	
	


ATTACHMENT E: PRICING

The document is to be used by the Proposer to specify proposed rates for a Supply Chain Management System.  Rate quotes are to be provided for the Initial Contract Term and four (4) Optional Contract Renewal Terms.

Will allow other governmental entities to purchase from this Contract: Yes:  FORMCHECKBOX 

No:  FORMCHECKBOX 

Proposers must attach a product invoice/order form that quotes an annual cost for the Initial Contract Term and each of the four (4) Renewal Contract Terms based on the information contained in the RFP that includes:

1. Licensed software cost for application/Software as a Service software and system software;

2. Licensed software cost for third-party application/Software as a Service software and system software;

3. Cost of application/ Software as a Service and system software as a Service implementation;

4. Cost of third-party application/Software as a Service software and system software implementation;

5. Cost of interfaces;

6. Training for use of application software and system software;

7. Cost of data conversion;

8. Travel and living expenses relating to implementation services;

9. Ongoing software support and maintenance,

10. Any other one-time software and services costs; and,
11. Cost of hardware for on premise Licensed Software solution

Upon successful negotiations with Proposer(s), pricing information will be inserted into Section IV, Compensation, Paragraph 2, Pricing.

The price and terms and conditions in this Proposal are valid for 180 days from the date of submission.

I hereby certify that I acknowledge acceptance of the rates for the Initial Contract Term and four (4) Optional Contract Renewal Terms:

	
	
	

	Printed Name of Authorized Individual
	
	Name of Submitting Organization

	
	
	

	Signature of Authorized Individual
	
	Date


ATTACHMENT F: INTENTIONALLY LEFT BLANK
ATTACHMENT G: EXCEPTIONS TO RFP REQUIREMENTS AND/OR CONTRACT PROVISIONS

Proposers must use this section to state any exceptions to the RFP requirements and/or any requested language changes to the MIHS Contract Provisions.  Proposer(s) may inspect the Contract Provisions at:

http://www.mihs.org/uploads/Openbid/90-13-131-1 Contract.doc
In addition, each Proposer may submit one (1) original hard copy and one (1) soft copy of its standard form contract including all attachments and exhibits that the Proposer would normally administer to carry out the services outlined in this RFP. The Proposer’s electronic standard form contract and applicable attachments and exhibits must be submitted in MICROSOFT WORD FORMAT ONLY. The submitted electronic documents may have the document protection mode enabled; however, the track changes feature must also be enabled prior to the document protection being activated. Upon successful negotiations with Proposer(s), the Proposer’s standard form contract and applicable attachments and exhibits will be incorporated into Section II, Special Provisions.

This is the only time Proposers may contest these issues.  Requests for changes after the date Proposals are due will not be considered and could subject the Proposer to non-award on grounds of non-responsiveness.

Please sign and include this statement with your proposal.

I have read MIHS’ Contract Provisions and:

(
I accept them

(
I have stated my exceptions and have included them in this proposal.

	
	
	

	Printed Name of Authorized Individual
	
	Name of Submitting Organization

	
	
	

	Signature of Authorized Individual
	
	Date


ATTACHMENT H: PROPRIETARY AND/OR CONFIDENTIAL INFORMATION

Since the District is subject to Arizona’s Public Records Act, Title 39 Chapter 1 of the Arizona Revised Statutes,  Proposer is advised that any documents it provides to the District in response to a solicitation will be available to the public if a proper Public Records Request  is made, except that the District is not required to disclose or make available any record or other matter that  reveals proprietary information provided to the District by a Proposer that is from a non-governmental source. See ARS 48-5541.01(M)(4)(b).

PURSUANT TO THE PROCUREMENT CODE, ANY SPECIFIC DOCUMENTS OR INFORMATION THAT THE PROPOSER DEEMS TO BE PROPRIETARY AND/OR CONFIDENTIAL MUST BE CLEARLY IDENTIFIED AS SUCH IN THE PROPOSAL ALONG WITH JUSTIFICATION FOR ITS PROPRIETARY AND/OR CONFIDENTIAL STATUS.

NOTE:  The Proposer may not claim that the entire Proposal or the entire submission is proprietary and/or confidential. It is the Proposer’s responsibility to clearly identify each document and each piece of information in their submission that is proprietary and/or confidential. The final determination of nondisclosure, however, rests with the Procurement Officer.

Proposer should be aware that if a Court determines that the Proposer’s information is not proprietary and/or confidential, the District will be required to disclose such information pursuant to a public records request.  In such cases, Proposer understands and agrees that the District shall comply with the Court’s determination and Proposer shall not hold District liable for any costs, damages or claims whatsoever related to releasing the information.

This is the only notice that will be given to the Proposer regarding the Proposer’s responsibility to clearly identify its proprietary and/or confidential information.  If a public records request is submitted to the District and the Proposer did not clearly identify its proprietary and/or confidential information at the time their Proposal is submitted, the District will not provide Proposer with any subsequent notice or opportunity to identify proprietary and/or confidential documents or information.  

Please sign and include this statement with your proposal. I hereby certify that I acknowledge acceptance of the terms above and that I have:

(
Determined that no documents or information contained within this proposal are proprietary and/or confidential in nature.

(
Clearly identified specific documents or information that are deemed to be proprietary and/or confidential and have justified the reason for the proprietary status of any identified documents or information contained herein.
	
	
	

	Printed Name of Authorized Individual
	
	Name of Submitting Organization

	
	
	

	Signature of Authorized Individual
	
	Date


ATTACHMENT I:  Contractor Employment Record Verification Requirement

The following is provided for informational purposes only related to this solicitation.  Proposers awarded a contract subsequent to this solicitation will be expected, upon request by MIHS, to submit the forms in this ATTACHMENT I as a condition of the Contract.
NOTE:  IT IS NOT NECESSARY TO INCLUDE THE DOCUMENTS IN ATTACHMENT I WITH YOUR PROPOSAL.

Maricopa County Special Health Care District, dba, Maricopa Integrated Health System (“MIHS”)

Contractor Employment Record Verification Form and Employee Verification Worksheet

Complete and return within 30 days of receipt or as specified in cover letter to:

Maricopa Integrated Health System

Contracts Management

2611 E. Pierce St., 2nd FL

Phoenix, AZ  85008

A.R.S. § 41-4401 requires as a condition of your contract verification of compliance by the contractor and subcontractors with the Federal Immigration and Nationality Act (FINA), all other Federal immigration laws and regulations, and A.R.S. § 23-214 related to the immigration status of its employees.

By completing and signing this form and attached Employee Verification Worksheet the Contractor shall attest that it and all subcontractors performing work under the cited MIHS contract meet all conditions contained herein.  Failure to complete and submit this form and attached worksheet on or before the request date to the above cited address and/or the falsification of any information provided herein shall be considered a material breach of the contract.

	Contract Number:

	Name (as listed in the contract):

	Address:

	City:
	State:
	Zip:


I hereby attest that:

1. The contractor complies with the Federal immigration and Nationality Act (FINA), all other Federal immigration laws and regulations, and A.R.S. § 23-214 related to the immigration status of those employees performing work under this contract.

2. All subcontractors performing work under this contract comply with the Federal immigration and Nationality Act (FINA), all other Federal immigration laws and regulations, and A.R.S. § 23-214 related to the immigration status of their employees; and

3. The contractor has identified all contractor and subcontractor employees who perform work under the contract on the attached Employee Verification Worksheet and has verified compliance with Federal Immigration and Nationality Act (FINA), all other Federal immigration laws and regulations, and A.R.S. § 23-214.

Signature of Contractor (Employer) or Authorized Designee:
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Signature

Printed Name:


Title:


Date:

Contractor Name:
  











Authorized Signature






  Date

(Please copy and complete as necessary)

	Employee Name – Please Print
	Employee Name – Please Print

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	


� MARICOPA COUNTY SPECIAL HEALTH CARE DISTRICT (MCSHCD) PROCUREMENT CODE, ARTICLE 1, GENERAL PROVISIONS, PARAGRAPH HS-104, CONFIDENTIAL OR PROPRIETARY INFORMATION. 





� MARICOPA COUNTY SPECIAL HEALTH CARE DISTRICT (MCSHCD) PROCUREMENT CODE, ARTICLE 1, GENERAL PROVISIONS, PARAGRAPH HS-104(c).
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